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*  Software tools that improve the productivity of application developers
¢ Interoperability with multivendor, distributed systems

* A broad set of third-party applications

* Systems that can be used worldwide by users in their native language
¢ Approachable documentation that is easy to use

¢ Expanded service and maintenance facilities tailored for the production environment

Many of these improvements point to the need for "production” systems in the open systems market-
place.

4 The Computing Environment: Production Systems

OZIX systems are targeted at the technology- and policy-driven customers whose computers operate
in a "production” environment. A production system is characterized by a mature, tested application
running continuously to support an ongoing (often real-time) process. The system is constantly
tuned to balance the workload for optimum performance and immediate response time. Because of
the continuous nature of the process, shutdown of a production system is extremely costly—down
time directly impacts the customer’s profitability. In a production computing environment, cost,
system throughput, and consistency of response time are key concerns. The three key resources—the
application, the database, and the system itself—are all managed by a dedicated operations staff, not
the end user.

In contrast, in an end-user computing environment, applications are not critical, down time does not
necessarily affect profitability, the system is not continuously tuned, and the end user is often able

to manage the key resources.

The market for production systems is illustrated in Figure 2. The figure indicates that the production
systems market encompasses fault-tolerant systems, UNIX systems, and transaction processing sys-
tems. Transaction processing systems are the dominant form of production computing today. These
systems will continue to pervade the production systems market while UNIX and fault-tolerant sys-
tems will become greater requirements for TP systems.
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By incorporating support for multilingual user interfaces and local cultural conventions, 0ZIX
products allow multinational customers to place systems worldwide regardless of the end users’
native language. OZIX products support multiple character sets, including those for major Asian
languages. They are flexible, global software products that provide applications with the mech-
anisms allowing users to interact with the system using their choice of native language and
cultural conventions.

6.2 The Competitive Advantage—from Digital’s Perspective

OZIX products contribute to Digital’s competitive advantage in the following ways:

7

Attract Third-Party Applications

By incorporating high-performance TP technologies into the base system, OZIX products attract
a new set of applications needed by Digital’s ULTRIX customers. In addition, a rich set of
application development tools attracts not only customers but also third-parties. Digital benefits
by having more third-party applications on the market earlier than its competitors.

Capture a Large Share of the Open Systems Market

By attracting a broad range of new applications, OZIX products enable Digital to capture the
"newest" share of the open systems market, the policy-driven and technology-driven customers.
OZIX products also provide the required open systems APIs within a stable development and
run-time environment, further leveraging Digital’s ability to capture a large share of the open
systems market.

Provide a Growth Path for our Customers

By completing the high end of the ULTRIX product family, OZIX products allow Digital to offer
customers a full range of open software systems. Customers want to store data and run the same
applications across a wide range of platforms. As their applications grow, they want to rescale
to larger systems. The ULTRIX product family leverages Digital’s ability to provide customers
a wide range of system performance without the need to modify their data or applications.

Provide a Better Open Systems Environment

By providing a superior implementation of open software standards, OZIX products provide Dig-
ital with product distinction. The OZIX product architecture incorporates transaction processing
concepts, robustness, and security as core features. Existing UNIX implementations must be
substantially reimplemented to incorporate these concepts into their existing architectures.

Be an Open Systems Technology Leader

By developing technologies that can be selectively submitted to standards organizations, OZIX
provides Digital an avenue to develop open systems technologies based on standards and al-
lows for Digital added value. Traditionally, UNIX vendors create de facto standards and hence
technology leadership by making strategic technologies widely available. Domination in key in-
dustry technologies is leveraged through OZIX and other Digital technologies such as the Concert
Multithread Architecture (CMA).

Positioning OZIX as a Product

Digital has two primary operating system families: VMS and ULTRIX. With the introduction of OZIX
products, the ULTRIX family is expanded to meet emerging customer demands in non-traditional
open systems markets. Because VMS and ULTRIX products target different markets and offer dis-
tinct capabilities, both are critical to Digital’s success.
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12

Foundation for Building Innovative Applications

OZIX products enhance the standard application environment by providing the ability to dis-
tribute applications in a local area network. Symmetric multiprocessing support, multithread-
ing, and compiler-supported parallelism make it possible for applications to use multiprocessor
concurrency. Remote procedure calls and a network file system support innovative distribution
of applications across a local area network. These features also contribute to data integrity and
high availability of applications.

OZIX products provide an implementation of the Digital Distributed Transaction Architecture
(DDTA), providing the basis for the development of highly reliable systems oriented for transac-
tion processing applications.

I/O Performance and Connectivity

OZIX products strive to offer the highest mass storage and network throughput per unit of
computational power, as well as the lowest latency time in access. The overriding concern in this
design, however, is to preserve the reliability and integrity of the customer’s data. Disk striping,
connectivity, and advanced storage management contribute to superior /O performance.

Scalability

The modular design of OZIX allows features and functions to be added without significantly
increasing kernel size, and thus increasing system overhead. As ULTRIX workstation customers
upgrade to larger systems, they are able to retain their operating system without incurring
conversion costs.

Security Model

Because of the worldwide trend toward more secure systems, OZIX products are designed and
built for certification at DoD security level B2. Customers can tailor the security features of OZIX
products to meet specific installation and application requirements. In addition, by providing a
flexible security model that allows customers to tune the system to their needs, customers do
not pay a performance penalty for unwanted security features.

OZIX products also support extendible security models, providing flexible security of user data.
Distributed user identification and authentication mechanisms such as Athena’s Kerberos, and
in the future, DASS, are provided for customers who must operate worldwide networks and need
enhanced distributed system services. As new distributed security protocols and authentication
mechanisms become available, they can be added to the modular security model for OZIX.

Integrity Model

Recognizing that the protection of data from contamination and destruction is vitally important
in the commercial environment, OZIX products provide pervasive integrity support and formal
integrity models to control data access. Various integrity models can be supported, allowing the
customer to match the integrity controls to their particular needs.

Operating in conjunction with the OZIX security model, the integrity model protects the customer
from inadvertent disclosure, modification, and destruction of valuable data.

Superior Network Implementation

The OZIX networking environment is designed to support systems from multiple vendors partici-
pating in both local and wide area networks. OZIX products employ a combination of DECnet/OSI
and TCP/IP components. TCP/IP is the protocol for the local area network subnet; a DECnet/OSI
backbone gateway with a TCP/IP portal provides wide area network access. DECnet/OSI also
provides VMS interoperability. IBM SNA interoperability is provided through network gateways.
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¢ Internationalization

OZIX products are designed to be sold in international markets and, therefore, may be described
as language-neutral, culturally unbiased products. Critical components such as the file system,
application programming interfaces, and terminal services, have the built-in capability to accom-
modate worldwide character sets for textual representations. OZIX systems include an extended
I/O package that handles a variety of text formats to perform frequently used text operations.
These features ensure that customers and third-party developers are able to create applications
tailored for specific cultures and local languages.

e  Third-Party Applications

Independent software vendors play a key role in the OZIX program. By offering a rich set of
third-party software development tools and utilities, OZIX products reduce development time,
thus providing a means for achieving and maintaining a leadership position in the open systems
marketplace. The availability of a broad range of third-party application packages also increases
Digital’s opportunity to sell OZIX products by satisfying the customers’ needs for complete solu-
tions, not simply systems.

¢ System and Network Management for Production Environments

OZIX products provide an advanced system and network management interface for easy man-
agement of a 24 hour/day, 7 days/week production environment. The goals are to maximize the
system manager’s productivity and lower the overall cost of system management. These goals are
achieved by providing a window-based workstation user interface, an architecture that merges
system and network management, and unified management of workstations and servers. This
management environment is architecturally compatible with all other ULTRIX products and
with Digital’s Entity Management Architecture (EMA).

¢  Documentation

The OZIX product information set is structured specifically for online presentation in a hypertext
information style. Although hardcopy documentation is available, the primary retrieval method
will be online.

The OZIX product information set is tailorable for the needs of different types of users and
is designed for easy translation to other languages. In addition, publications tools are being
developed to integrate training modules and documentation from other sources (for example,
OSF, third-party vendors, or Digital) into the OZIX product information set.

e  Serviceability for Production Environments

OZIX products are designed to provide uninterrupted service, 24 hours/day, 7 days/week. In
no case should the system require more than one shutdown per year. Uninterrupted service
is achieved through proactive, preventive methods of service based, in part, on comprehensive
event monitoring, error handling, and automatic notification capabilities. In addition, software
updates may be handled without system shutdown.

e  Commercial Computing Requirements

Two important aspects of commercial computing that OZIX products address are distributed
printing and distributed batch processing. OZIX products execute batch jobs on the appropriate
hardware automatically without user or administrator intervention, and operators are able to
examine and modify the status of a job executing at any location. OZIX products provide print
server capabilities that allow print jobs to be scheduled, restarted, directed to special-purpose
printers, divided between two or more printers, and so on.

e Familiness
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Table 2 (Cont.): Market/Strategy

Small-Medium General Busi-
ness

Technical Workgroup

Medium-Large
Commercial/TP

Product

Communications

Price

Low cost, distribution solutions
with bundled applications., com-
plete solutions, price growth path

"Dealerscope", "Merchandising",
"ABA Journal"

Low entry price, limited options

Standards, interoperability, se-
curity, price performance

"Unix Review"

Many options, configurations,
industry standard busses

Standards, Vendor
reputation, IBMin-
teroperability, price
performance

"Datamation", "Com-
puterworld"

Trade-in allowances,
free installation, etc.

16
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10 Additional Information on OZIX Products

This document has presented a brief introduction to the program and vision for OZIX products. More
detailed information regarding OZIX architecture and design may be found in a variety of phase
review documents, including:

OZIX Market and Product Requirements Document. This document defines and describes
open systems, summarizes customer requirements for production systems in the open systems
market, and provides an analysis of the market opportunity. OZIX product requirements are
presented relative to these findings.

OZIX Product Features Document. Specific OZIX product features and their implementa-
tions are described in this document. The eight major categories of features include versatility,
standards compliance, commercial features, application environment, operations environment,
system stability, performance, and distributed computing.

A Vision of the International OZIX Product. This document outlines the goals and strategy
for the internationalization of OZIX products. OZIX products are engineered from their inception
for use in all Digital markets worldwide and are designed for simultaneous worldwide product
release.

OZIX Applications Plan. Third-party application support plays a major role in the OZIX
program. This document examines the target markets for OZIX products and the types of appli-
cations that are needed to ensure success in these markets. It addresses the issues of training,
documentation, and internationalization for third-party applications, and the program for pro-
curement of these packages is outlined in detail.

OZIX Base System Architecture. This paper describes the architecture of the OZIX operat-
ing system. Its purpose is to provide a conceptual view of the OZIX system by illustrating the
relationship between the various components of the system. The functional components (sub-
systems and the nub) of the OZIX architecture are described in detail, together with the three
basic architectural concepts: the memory object model, the executor model, and the security and
integrity model.

OZIX Network Implementation Architecture. This document presents an overview of the
network strategy and architecture, followed by detailed descriptions of OZIX’s Internet, DECnet,
and network management components. Support for Network File System (NFS), remote proce-
dure calls (RPC), IBM interconnections, application programming interfaces (API), and network
services are also examined in detail.

OZIX System Administration Architecture. The architecture for OZIX system administra-
tion, based on the Enterprise Management Architecture (EMA), is outlined in this document.

OZIX User Environment. This document describes the architecture of the OZIX user envi-
ronment and a strategy for its development. In the scope of the document, the OZIX user envi-
ronment is defined by two of its key components: the OZIX run-time libraries, and the general
purpose commands and tools available to all OZIX product users.

OZIX Security Overview. This document addresses the security issues involved in the design
and development of OZIX products. It discusses the security goals for OZIX products, defines
the aspects of OZIX product security, and outlines the approaches used to reach those goals.
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1 Introduction

This document examines the opportunity for DIGITAL to establish itself as a leading systems supplier
in the production environment, open systems market.

1.1 Executive Summary

The production systems environment is divided into two (2) distinct segments, proprietary and open
systems. DIGITAL must have products for both types of customers. Currently, VMS answers the
need for proprietary production systems where the primary competition is IBM MVS large systems
and AS/400’s in the mid-range. However, in the open systems segment DIGITAL currently does not
offer what customers perceive to be a commercially viable alternative to competition such as IBM’s
AIX, AT&T’s System V, HP’s UX, and Pyramid’s OSx.

DIGITAL now has a window of opportunity to establish itself as a major vendor in the production
environment, open systems market by offering industry-leading open systems products. This doc-
ument, as organized, describes the market requirements, the primary competition, and specifically
what functionality is required to be an industry-leading product in this market.

1.2 Open Systems Market Summary

In commercial, technical, governmental, and educational institutions today there is a growing de-
mand for open systems based on the UNIX! operating system to support production applications.
Production applications are usually characterized as "mission-critical” and include applications such
as transaction processing (TP), decision support, laboratory monitoring and many others.

The total worldwide market for UNIX-based systems is projected to grow at a compound annual rate
of 20% through the year 1992. UNIX systems supporting commercial applications are expected to
reach $12.8 billion in revenue worldwide by 1992 (Dataquest, November 1988, Initial System Sales).

The lack of commercial features in UNIX has already changed and will contintue to change dramat-
ically in the next few years. UNIX vendors that already provide, or have stated intent to provide,
a commercial UNIX operating system product are Pyramid, IBM, Tandem, AT&T, Sun, Hewlett-
Packard, UNISYS, the OSF, and NCR.

Customers are attracted to open systems because of the following:

e They can build portable applications to a standard set of application interfaces (investment
protection)

e They can avoid costly conversions and retraining when needs expand beyond their original system
(scalability)

¢ They can become less dependent on specific component vendors (source independent)

¢ They can capitalize on innovative, cost-performance platforms

Production environment functionality that customers expect from an open operating system include:
*  Production environment quality and reliability
e Department of Defense rated consistent and configurable distributed security model

e Compliance with standards, such as X/Open branding, the Open Software Foundation (OSF),
POSIX, and so forth

e  Superior system and application availability, fault tolerance, and data integrity
e  Providing a high-performance platform for TP and database products

1 UNIX is a registered trademark of AT&T
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2 Market Definition and Requirements for an Open Systems Production
Environment

Production systems are commonly found in business computing. This is the style traditionally dom-
inated by IBM and other mainframe vendors. The production systems market encompasses several
traditional styles, including multiuser systems, TP, fault tolerant computing, and software products
for security and system management.

Production systems must be highly available and reliable. In many cases, customers use production
systems in the daily operations of their businesses. Most production system applications use very
large databases. Thousands of users may be deployed on a variety of systems often requiring 24
hours/day, 7 days/week, 365 days/year continuous operation. The systems, users, and databases may
be distributed worldwide. '

Production systems are characterized by several common attributes, listed as follows:
* Applications that are critical to the profitability or service level of the customer

e  Typically large, mature applications involving large databases and supporting a large number of
users

*  Specific requirements regarding availability, throughput, systems management, security, etc. In
an era of global markets, 24-hour system availability is in increasing demand

¢  Technically unsophisticated end-users
Virtually all systems require some production environment attributes. There are, however, many

attributes that distinguish production systems from non-production systems. These are outlined in
Table 1.

Table 1:
Production Systems

Production Systems vs. Non-Production Systems
Non-Production Systems

Availability critical (99%+)— downtime has immediate im-
pact on profits or results

Mature applications running continuously or on regularly
scheduled basis

Complex job scheduling requirements

Limited batch scheduling window; restart capabilities crit-
ical

System monitored and tuned during the day to balance
workload, ensure consistent response time

Centralized system management by dedicated opera-
tions staff
Large number of devices (tape, disk, printer) managed
by system

Availability desired, but limited downtime (< 1 hr.) toler-
able

Development environment or mature applications run on
occasional basis

Ad-hoc scheduling
Batch jobs can be easily postponed, restarted

System tuned at installation
System management handled mostly by end user

Typically fewer devices managed

Examples of production environment applications include the following: accounting systems, payroll,

accounts receivable, computer aided software engineering (CASE), computer aided design/manufacturing

(CAD/CAM), automated teller machines (ATM) systems, office automation (electronic mail, basic word
processing), lab monitoring, some academic applications, communications switching, high-end pub-
lishing, modeling, defense command and control systems, decision support, and traditional transac-
tion processing applications such as reservation systems, banking, trader workstations.
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* High availability, high reliability, and fault tolerance
* Fast, efficient, and high-quality service
e  Well-defined Standards

* Tools, languages, and portable applications (from DIGITAL and third party suppliers) available
at first revenue shipment (FRS)

* Enterprise-wide system and network administration
*  High quality, easy-to-use documentation
e  Secure systems

e  Fully internationalized systems

In addition, the vendor of choice must provide a business environment that is much like a part-
nership. The vendor must be easy to deal and do business with by establishing trust and long term
relationships with the customer. The vendor must also provide a suite of fully integrated applications,
vendor and third party developed, which solve the customers business problems.

2.2.1 Multivendor Environment

The operating environment of an open systems customer includes a variety of systems and networks
from many different vendors. The variety of systems range from PC’s to mainframes and everything
in between. The customer must also deal with a spectrum of proprietary and industry standard
operating systems, networks, data formats, and so forth.

The problem is in linking different systems, networks, and applications together to provide integrated
management of, and to facilitate the transparent flow and exchange of data (records, files, messages,
and so forth) between these different systems, networks, and applications.

The problem is in providing integrated management capabilities of all these different systems, net-
works, and applications and to facilitate the transparent flow and exchange of data (records, files,
messages, and so forth).

Customers are looking to the vendors and standards organizations for help in providing answers to
this dilemma.

2.2.2 Distributed Processing

The trend is to place the compute power (systems) where the compute cycles are needed. By definition,
the distribution of compute power requires remote deployment of data, hardware, operating system
software, and applications software. Even though these systems are distributed (often provided
by different vendors) they are expected to be managed or controlled and function as if they were
centralized. They must communicate well with each other.

The distributed computing philosophy puts an added burden upon the customer’s human and network
resources. The burden on the human resources is in providing system and network management by
non-technical personnel. The burden on the network is in providing the bandwidth to effectively
use all of the available compute power. In other words, to use idle compute cycles regardless of
the physical location. Customers want easy and efficient access to all of their available compute
resources, wherever the resources are located.

Configurations vary widely within installations. Development and scientific or technical environ-
ments tend to use back-end file and compute servers for workstation-based development. Transaction-
based environments use a more conservative centralized approach with character cell terminals or
PCs connected to a large minicomputer or mainframe holding the corporate databases.

Digital Confidential 5






0OZIX Market and Product Requirements Document

2.2.5 High Availability, High Reliability, and Fault Tolerance

Customers expect hardware and software failures to be automatically detected with speed and accu-
racy. The failing component is expected to be isolated, taken out of service, and replaced with little
or no impact on the users, applications, or system. While a failed component is replaced, customers
expect a predictable, graceful degradation of their system rather than total interruption of service to
their users. The maximum acceptable number of hardware or software service interruptions in this
market is one or less per year.

Software failures or crashes are not expected to interrupt service. In the rare case when a hard crash
does occur, the operating system should provide a graceful shutdown, 100% file system integrity, and
a fast reboot/restart. At the high end of the market, customers expect the vendor to provide a failover
mechanism to prevent total service interruption.

Application restart at the point of failure is usually provided by the applications themselves, especially
in mission-critical situations. This is a timeconsuming and sometimes difficult task. Operating
system supported (embedded) mechanisms providing this type of capability are gaining in popularity
as the number of mission-critical applications grows. This is a feature found in few open systems
today.

A computing environment that provides for uninterrupted operation is rapidly becoming a require-
ment in some of the upper mid-range configurations today. By the mid-1990’s it is expected that
vendors competing in the upper mid-range to lower high-end production systems will be required to
provide this feature.

Commercial file systems are expected to be 100% safe from corruption. Due to the sensitivity of the
data the file system is expected to provide flexible, quick, and reliable access to the data. Customers
desire a powerful and flexible file system with high security, data integrity, and recovery capabilities.
Access methods vary from application to application with expectations that the system provide stan-
dard access methods such as flat, ISAM, and database management techniques. In addition, many
customers feel that access to other types of file system interfaces, such as Apple, MS-DOS, System
V RFS, and DIGITAL’s ODS-II are very important as well.

2.2.6 Fast and Efficient Service

It is assumed that customers who purchase systems in the next 5-10 years for use in upper mid-
range and high-end of the production environments expect the vendor to supply a zero downtime,
fault tolerant, 100% reliable computing system. Systems acquired for use in low-end to mid-range
production environments are somewhat less restrictive but still very strict compared to most other
markets. When a problem with the hardware or software does arise, production-system customers
expect a level of service greater than that currently supplied by vendors to the traditional UNIX
customer.

Initial installation of the software should be a trivial exercise, that is, it should be fast and efficient
with little or no operator intervention required. Subsequent updates and upgrades of both operating
system software, tools (layered products), and applications are expected to be accomplished with little
or no interruption of service to the end-user.

2.2.7 Well-defined Standards

Customers want standards that are well-defined, published, and accessible. Standards allow changes
to be made in an orderly manner rather than at the vendor’s discretion. They are considered essential
to end users and third-party software vendors who build platform-independent applications. Gov-
ernments, both foreign and domestic, require that certain standards be met before the vendor can
respond to issued requests for proposals (RFPs).
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2.2.8 Tools, Languages, and Portable Applications

Tools, languages, and applications that help provide solutions for customers business problems must
be available at first shipment. The solutions (software) must be state-of-the-art and fully support
features of the hardware and operating system software. Development and performance monitoring
tools must be available for tuning not only applications but also the operating system and networks.
Customers require more production-oriented tools to improve productivity and efficiency. There is a
great demand for tools that cover the following areas: CASE, code debug, profiling, application pro-
totyping, optimization, configuration management, databases, 4GLs, integrated system and network
management, languages (C, C++, COBOL, FORTRAN, Ada), editors, graphics and math libraries, and
communications. In addition, many customers buy their hardware based on a particular application
package needed to give them a competitive edge.

2.2.8.1 Third Party Application Software

Application software sells systems. The initial system sale is contingent upon the spectrum of avail-
able software for a given system. Quite often the software of interest to the customer already exists
within the customers environment. As a stipulation of sale, the software must also be available on
the new machine as well. A potential computer purchaser is interested in the breadth and quality of
the software that is available for any given machine. This is often a measure of acceptance by the
software development community as well as a sign of maturity of the product.

2.2.9 Enterprise-wide Administration

The system and network administration of a distributed computing environment is difficult to use and
usually requires a large staff devoted exclusively to these tasks. Administration is a sizable invest-
ment for customers. To lower the overall costs associated with system and network administration a
universal, tailorable, and expandable tool, for both multivendor network and system administration,
is needed. Customers would like a consistent single easy-to-use interface allowing them to manage
systems and networks from a single location. This tool would let the system or network administrator
manage servers (compute, file, database, TP, etc.), workstations (disk and diskless), and a variety of
networks (LAN, WAN, OSI, SNA, TCP, X.25, and so forth) with a small staff, reducing training costs.
Customers refer to this kind of administration as "lights out", "unattended operation”, or "auto-pilot".

Installation, updates, and upgrades of the system and layered application products are important
aspects of system administration and should occur with as little disruption as possible to the operation
of the system. UNIX systems have traditionally been known for their difficult installations. Sun
Microsystems has clearly set a standard for UNIX systems with their 386i installation program, The
Organizer. This product, aimed directly at the non-technical user, demonstrates the type of usable
installation commercial customers would like to see for larger systems.

Customers and third party software vendors are also very interested in centralized software distri-
bution supporting a distributed software licensing mechanism. Benefits to the customer include the
following:

e  All software for a particular system would be distributed to the customer on one distribution
media

e  All software would be administered from one site eliminating tape and disk storage, multiple
installations of the same product on many machines greatly reducing administration costs

*  Software updates and upgrades are simultaneous on all systems

e  Documentation can be distributed in a similar fashion
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Table 2: UNIX Applications at U.S. Commercial Sites, 1987 (Sample = 165 sites)

Primary Number of Per- Leading DIGITAL's
Application Responses Centage Vendor Paosition
Text Processing 189 13.2% AT&T 3
DBMS 185 12.9% AT&T 3
Accounting 150 10.4% Altos NA
Spreadsheet 148 10.3% AT&T NA
Communications 123 8.6% Altos 4
Software Development 108 7.5% Altos 3
Integrated Office System 80 5.5% Altos NA

Payroll/Personnel 80 5.5%
4GL's 77 5.4% AT&T NA
Sales/Distribution 64 4.5%
Graphics 49 3.4%
Other 184 12.8%
Total 1437 100.0%

Source: IDC, March 1988 (some sites include multiple responses)

Although production systems have the greatest opportunity in commercial applications, there are
a growing number of "technical" applications requiring production systems features, such as high
availability, archiving, and systems administration. Examples of these application areas are commu-
nications switching, lab monitoring systems, and process control.

3.2 Production Systems Market

The production systems market spans several traditional market boundaries, all of which are shift-
ing.

Table 3: Production Systems Market Sizing

1988 1992 CAGR
Segment (3M) ($M) ('88-'92) Source
All Multiuser Systems 58,848 73,966 5.9% Dataquest 7/88
All OLTP Systems 31,415 50,858 12.7% Infocorp 4/88
All Fault Tolerant Systems 3,113 6,907 22.0% Frost & Sullivan 12/88
All UNIX General Purpose Systems 9,549 16,633 14.9% Dataquest 7/88
Data Center Automation Software 2,562 5,800 22.0% Input 12/87

Note: Segment data given shows relative size and growth of each segment. Because of differences
in definitions across sources, segment numbers are not directly comparable. SSM is in the process
of sizing the production environment open systems market based on applications market data and
assumptions about its penetration.

An analysis of mainframe class computers (value of $1 million and above) running commercial appli-
cations indicates that the vast majority require production attributes.

Digital Confidential 13


















OZIX Market and Product Requirements Document

as it is the developer of System V, the preferred UNIX version for commercial and government
accounts. While IBM’s sales between 1987 and 1988 were fairly flat, AT&T sales to this segment
more than tripled from $19M in 1987 to $60M in 1988. This may be due in part to the availability
of a CICS-like TP monitor called Tuxedo for AT&T System V. DIGITAL’s share was limited to 4%
in 1988, in part because only 20% of its UNIX systems were estimated to be used for commercial
applications.

More significant, however, is the emergence of Sequent, Pyramid and Sequoia into the number five,
six, and nine positions respectfully, after only two years of sales into this segment. All three have
grown rapidly by offering strong price/performance, an enhanced UNIX kernel, and fault tolerance
to beat general purpose vendors in industries such as finance and telecommunications.

Pyramid is the most direct threat to DIGITAL's entrance into the production environment open
systems market, offering a RISC-based multiprocessor server (the MIServer extension of the 9000
series) with a modified UNIX kernel running at a maximum of 140 MIPS and 1000 users. Pyramid
dominated the mid-range ($200-350K) commercial UNIX systems market, and held 12.9% of the
overall mid-range market in 1988—more than double DIGITAL'’s share of 6.1%. Infocorp estimates
Pyramid controls 50% of the commercial system sales in this priceband.

Because Infocorp tracks only manufacturer revenues, UNISYS does not appear in the market share
figures. However, UNISYS is a serious threat in this market, and is already advertising itself as
the #1 supplier of commercial UNIX systems. It is working with AT&T to enhance System V for
commercial environments and is pushing for UNIX standards for TP. UNISYS claims its total UNIX
business in 1988 was about $800 million.

IBM, DIGITAL, UNISYS, and Tandem have targeted most segments. IBM dominates most segments
with its proprietary platforms. NCR has been successful in targeting two vertical markets: retail
and financial services. AT&T has developed a strong presence (26% share) in the communications
market.

Arix, Sequent, and Pyramid all have less than one percent share in any one TP vertical market
in 1988, International Resource Development, Inc. (IRD). The top vertical market for each are as
follows:

* Arix
— Communications
— Transportation
*  Sequent
— Banking
— Communications
— Service
e  Pyramid
— Banking
— Communications

— Service
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Fault Tolerant Vendors (Tandem, Stratus): Both Tandem and Stratus, recognizing that the fault-
tolerant segment is really a speciality segment (5-10% of TP), are trying to broaden their appeal
as general purpose TP providers. UNIX TP is an obvious growth path. Tandem now offers UNIX
on a non-fault tolerant platform (LXN) targeted at smaller businesses. Stratus is developing (with
Olivetti) a native fault-tolerant UNIX based on System V R3, with planned availability in late 1989.
It also offers a UNIX command set (UF'S) running under its proprietary VOS operating system. These
vendors are likely to leverage their experience selling high-availability, high-performance proprietary
systems into the UNIX production systems market.

General Purpose Vendors (DIGITAL, IBM, UNISYS, NCR, H-P, AT&T, Convex): Each vendor is
likely to introduce a RISC/UNIX platform capable of handling production systems throughput over
the next five years. These vendors are likély to be somewhat conservative, waiting for standards to
emerge for UNIX TP. AT&T and UNISYS are in a strong position to bring a production systems UNIX
quickly to market by virtue of their cooperation on System V development. While most vendors are
likely to accelerate UNIX development for this market, some (like DIGITAL) may hedge their bets
by making their proprietary environments POSIX-compliant. Such an environment would appeal
to MIS/DP managers who want open standards but also want a stable, mature production systems
architecture with a large selection of packaged software. Honeywell Bull is an example of a vendor
which seems to be focusing its efforts on POSIX rather than UNIX.

RDBMS Vendors (Oracle, Sybase, INGRES, Informix): DBMS vendors are not hardware vendors
but are positioning their products today as a means of getting around the shortcomings of UNIX in
production environments. Embedded features in the DBMS handle disk allocation, data integrity,
journaling and task management independently of the operating system. Sybase has an embedded
transaction server which appears to UNIX as a single process, reducing context switching. Ora-
cle improves throughput by managing data blocks directly, reducing fragmentation. Many RDBMS
products run on multiple platforms, so these vendors are likely to position themselves as points of
integration between proprietary and open systems. They also stand to become de facto standards in
this market as users develop RDBMS applications.

3.4.2 Substitutes

While a large number of commercial users will mandate UNIX for their production systems, others
are more interested in vendor independence and price/performance than in UNIX. DIGITAL will
compete against several potential substitutes. They are as follows:

¢ POSIX-compliant proprietary operating systems
* Mach (a UNIX derivative being rewritten by Carnegie-Mellon to support TP)
e Pick

3.4.3 Competitor Profiles (Preliminary)
AT&T:

e  Offers proprietary TP monitor (Tuxedo/T) running on System V to handle production application
tuning, security, and task management encouraging DBMS vendors to support Tuxedo as TP
front end.

e Release 4 of System V to support:
— Improved system administration.
— Convergence of BSD, System V, and Xenix.
— Two-phase commit.

— Internationalization.
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There is a direct relationship between system performance and security rating. The more stringent
the security requirements the greater the penalty on system performance. By providing a scalable,
modular security model customers do not pay a performance penalty for unwanted security features.

5.3 Interoperability

Open systems installations have equipment which span the range of size and processing power from
small personal computers to large mainframes. Vendors providing systems into this environment
must interoperate with systems from IBM, UNISYS, Sun, AT&T, Pyramid, Sequent, Tandem, Stratus,
Convex, HP, NCR, DIGITAL, and others. These systems run a variety of operating systems, both
proprietary and open. Operating systems include: MS-DOS, 0S/2, MVS, AIX, VM, VMS, ULTRIX,
System V, HP/UX, Sun/OS, A/UX, OSF/1, and other UNIX-based operating systems.

5.3.1 ULTRIX Interoperability

OZIX, as a member of the OS/SB ULTRIX product family enables customers to create portable applica-
tions that span DIGITAL's open systems implementations. It allows these applications to interoperate
freely regardless of the underlying hardware architecture.

To provide a high level of compatibility and interoperability with other OS/SB open system products
OZIX must provide:

e A common calling standard
e A common object file format

e  Support for user-written UNIX-style device drivers

5.3.2 VMS Interoperability

The following list details functionality either required or highly desired for OZIX to maintain a high
degree of interoperability with DIGITAL's VMS operating system.

e Required: DECnet Phase V (OSI)

* Required: Application Integration Architecture (AIA) components. The list of ATA components
include: CDA, DECwindows, DECforms, GKS, PHIGS, SQL, DECprint, language RTL's, CMA,
authentication services, DTTM, and math RTL’s

e  Highly desired: DIGITAL’s distributed system services (DSS) which include distributed name
services (DNS), distributed time services (DTS), distributed queue services (DQS)

5.3.3 Industry Interoperability

OZIX must be able to connect to and exchange data with DIGITAL-supplied operating systems (such
as ULTRIX and VMS), other UNIX-style open systems, and with non-DIGITAL proprietary operat-
ing systems (such as IBM’s MVS). A suite of communication protocols and access methods must be
provided which allow information exchange in these various environments. The following lists the
various protocols and access methods that must be supported for leadership interoperability capabil-
ities in transaction processing:

e TCP/IP—required to interoperate in an open system environment
¢ NFS—required to interoperate in an open system environment

e X.25—FEuropean standard and is also gaining domestic popularity
e  X.400—electronic mail interchange

e RPC—efficient protocol independent messaging mechanism
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Software installation, updates and upgrades must allow for selective upgrades, be easy, and straight-
forward to perform and cannot interrupt operation of the running system. A highly desirable feature
of OZIX is support for multiple concurrent versions of layered products or applications running si-
multaneously on a given system.

Today the time needed for installation of a DEC operating system can range from several hours
to several days based on the operating system and the distribution device. Typically, this has not
been a serious concern for customers in the technical and scientific markets. In the commercial
market, however, customers will not accept long installation times. Installation must be as easy and
transparent as possible.

To achieve short installation times and to make the installation as transparent as possible, OZIX
must be shipped preinstalled to the customer. The preinstalled version of OZIX must be shipped in a
standard configuration that will fit most customers. Therefore the predefined, standard OZIX system
will be usable by the customer immediately after booting.

In addition to the standard, prebuilt installation, the customer should be given three options:

¢ Customization at the time of installation, adapted to the unique customer environment and
provided by DIGITAL either on site or remotely

¢  Custom-built, turnkey installation loaded on the customer’s system disk prior to shipment. This
would be based on the customer’s input, prior to system shipment (as is done with the VAX 8974
today)

e  Customer performs any needed customization without DIGITAL'’s assistance

5.9 Availability and Reliability

A customer’s perception of availability and reliability is based on the effective functioning of the entire
system, which includes applications, layered products, hardware, and the operating system. Avail-
ability and reliability of OZIX will depend on a number of different aspects. Actual availability and
reliability numbers are heavily dependent upon the specific hardware configuration. Expectations,
however, for the production system market require a minimum of 99.5% availability. Applications
requiring a higher availability require additional hardware.

A critical concern of open system, production environment customers is the reliability of the file
system. OZIX must provide a robust, fault-tolerant, high-performance and recoverable file system.

To provide high availability, complete and thorough testing of the hardware and software is essential
to ensure high reliability. OZIX must also provide fault detection and recovery mechanisms to prevent
catastrophic system conditions or crashes. Fault management must be built into the base system.
Hardware and software failures must be contained to the smallest unit possible and must not affect
other systems in the network. In the event of a system crash (hardware or software) it is essential
that the system provide a fast recovery mechanism. Full system recovery must take no longer than
five minutes. OZIX must maintain an average of less than one crash per year. In addition, OZIX
must be able to automatically detect, configure, and bring new devices on line, as well as remove
devices from service if and when they reach a specified threshold. All of this must happen without
service interruption.

Please refer to the OZIX Serviceability Requirements Documents for specific serviceability require-
ments.
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ULTRIX is DIGITAL’s traditional UNIX product offering and will continue to better answer the
needs of customers in these markets while remaining a low-cost solution. Those customers who
required the added capability that OZIX offers will pay a higher price for OZIX than for ULTRIX.

OZIX vis-a-vis VMS

The VMS operating system is the most complete, functional operating system on the market
today. It successfully addresses the needs of customers across a broad range of markets with its
primary competition being IBM’s MVS and AS/400 systems. The greatest distinction between
OZIX and VMS is that OZIX meets the complete set of criteria for an open system. While VMS
will implement POSIX, OZIX is a UNIX system and competes directly with other UNIX and open
software production systems.

OZIX vis-a-vis Other Open System Offerings

Current open system offerings will have serious problems providing customer solutions for to-
morrow. For examplel:

e Bill Joy - "We see a lot of people having multiprocessors; we see a lot of people having
distributed systems connecting lots of computers together, and, that’s not the kind of envi-
ronment that there was when UNIX was first defined so we want to redefine what UNIX is
so that it really works."

*  Professor Richard Rashid, Carnegie Mellon University - "UNIX no longer is easy to modify
as it once was...B.S.D. contains more than 100 system calls and hundreds of system call
options...the UNIX kernel has become a dumping ground for virtually every new feature or
facility." :

Known problems with current implementations include:
e Extensions require kernel modification

¢ Known security holes

e Distributed computing deficiencies

*  Modularity and implementation problems

OZIX addresses each of these issues directly by providing a new modular implementation de-
signed to be extensible and expandable to meet future operating system demands.

1 Excerpts from "The Architecture of Future Operating Systems, by Richard W. Watson, Lawrence Livermore National
Laboratory, Nov 1, 1988.
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1 PURPOSE OF THE PLAN
The Intemationalization Plan (I18N Plan) forms the commitment from International Engineering Development
(IED) to:

Provide the Corporate Product Team with consulting services

Work with the Corporate Product Team when applicable, to provide the development for, and delivery of,
Product Variants

Coordinate localization work at area and country levels for Europe and General International Area (GIA).
The 118N Plan:

Identifies those dependencies that IED and the countries have, on the Corporate Product Team, to meet these
commitments

Provides the method for measuring progress of the internationalization effort.

The I18N Plan has four main sections, Overview, International Requirements, Specifications and Project Plan.
These should be seen as supplementing the following Corporate Phase Review Process documents:

The OZIX Business Plan

The OZIX Market and Product Requirements Document
The OZIX Product Specification(s)

The OZIX Development Plan(s)

Each section within the Internationalization Plan aims to add value to these Corporate Phase Review docu-
ments from an international perspective.

2 OVERVIEW

OZIX is DIGITAL'’s planned new Open Systems operating environment for reliable, high-performance pro-
duction systems. OZIX is in Phase (/1 at this time, with combined Phase (/1 closure scheduled for 15th No-
vember 1989.

The specific purpose of this Intemationalization Plan for OZIX is to form a repository for:
1. International functionality requirements
2. Translatability requirements
3. Translation Plans (as appropriate)
This plan will be updated prior to OZIX Phase 0/1 closure.
The primary requirements on OZIX with its bundled and other related components are:
e Multilingual international functionality, including support for Asian and Semitic languages and culture

e Translatability: separation of text from code, and use of a facility capable of handling multilingual
messaging

Decisions to translate individual components (or parts of components) are business decisions that must be
made between the Product Business Unit (PBU), Area Marketing and Country Marketing. Those decisions and
an overall localization plan (if applicable) will be documented here. Individual country Localization Plans tbat
are associated with the overall Plan will be produced when appropriate and included in Appendix A of this
Plan.

2.1 BUSINESS PLANNING
This Internationalization Plan in its current Rev 1.0 form, provides the information to Area and Country mar-

keting to enable a first-pass translation decision to be made. Translation decisions made at this stage are a
commitment to apply the required resources that are needed to investigate further the business justifications
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This Internationalization Plan aims NOT to duplicate information contained in the PIP Handbook. The goal of
the Plan is to highlight any additional requirements and suggestions that are specific to OZIX, in order to make
OZIX compliant with DEC STD. 066-3 (Policy for Designing Products for All Countries Designated as Strate-
gic Markets), and to enable it to support the language and cultural requirements necessary for it to be viable in
the Asian marketplace.

3.1  REQUIREMENTS FOR AN INTERNATIONAL PRODUCT

An International Product is one that allows international and muiti-national customers to interact with the sys-
tem using an individual user choice of local language and cultural conventions. A truly International Product
can be localized easily. It will have been designed for the international market according to the standards and
guidelines laid down in the International Product Model.

International functionality at the base-system level is a key requirement for the success of the OZIX operating
environment. OZIX will form the basis of distributed systems, thus the concept of "International Systemness"
is important. "Intenational Systemness" refers to multiple products, each with multiple-language user-
interfaces, and capable of working together on multiple systems in a network.

If OZIX base-system support for multilingual capabilities, for language switching and cultural preferences and
for the code-set requirements of European, Asian and Semitic languages are built in from inception, it will be
straightforward to provide applications with the mechanisms to allow users to interact with OZIX systems us-
ing their choice of native language and cultural conventions. OZIX will therefore be attractive both to mono-
lingual and multilingual/multinational customers.

By building the highest possible level of international functionality into OZIX from the beginning, it is in-
tended that application development and deployment for multi-national markets will be both easier and
cheaper. OZIX will therefore provide an attractive platform for DIGITAL, Third Party and Customer applica-
tions development.

3.1.1 Software

The primary requirements for the OZIX V1.0 system are discussed on a component-by-component basis later
in this Plan. The overall International Functionality and Translatability requirements for the OZIX system and
its components are (0:

1. Be code-set independent/neutral.

- Initially, OZIX will have to support a number of code sets, some of which are not yet fully defined.
The OZIX system and components must therefore have the potential to support any code-set (in-
cluding MOCS) whilst retaining the appropriate writing directions.

- - Code-set independence is required in the Base System right up to the level of terminal services and
some other external communications components, where device-specific code-set transformations
will be required.

Note: Refer to the document "Digital’s Text Model for the Future - What Should It Be?" (Contact
Jiirgen Bettels, GPSDCC::JBETTELS) for the approach recommended by [ED to achieve
code-set neutrality (Compound String).

2. Separate all program, user interface material and message text from functional code, and utilize a
multilingual-messaging capability and language-switching facility.

- For components with a DECwindows/UWS user interface, this means the use of UIL and XNLS.
- For non-DECwindows components, X/Open (XPG4) NLS-compliant messaging must be used.
3. Conform to, or supercede existing Open Systems Internationalization standards.

- X/Open XPG4 "NLS" (Natural Language System) will be under review during the development of
0OZ1X, and will include standards for Asian language internationalization.

- XNLS V1.0 will be avaiable throughout OZIX development timescales for DECwindows-based ap-
plications. XNLS V2.0 is planned to be available in time for OZIX and this will extend support of
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language switching and cultural preference switching to meet the needs of Asian and Semitic lan-
guages.
4. Follow the International Product Model (ABCD model) for packaging the product.

- See the PIP Reference Set for a description of the ABCD model, and later in this document for de-
tailed additional requirements regarding on OZIX components.

5. Ensure that all on-line documentation and Help components are capable of supporting multiple,
concurrent languages on the same system, and are structured in such a way as to allow for partial
translation.

- OZIX must support Asian and Semitic languages and provide for the mixed writing directions
associated with these languages.

- OZIX must provide a language-switching mechanism for on-line documentation and online Help,
in order to support the needs of a multilingual and multinational/multilingual user community.

- Design of the documentation must take into account the need to separate and identify documenta-
tion modules by reference to the target end-user, to allow for partial translations throughout the life
of the product.

6. Third-party buy-ins and DIGITAL layered products bundled with OZIX systems also need to
conform to these overall requirements.

Note:  Attention is drawn to the Digital APA Message Text Services. These services will support
MOCS with Compound Strings and may therefore be helpful in meeting requirements 1 &
2, above.

Note:  XNLS V2.0 will provide language- and cultural-preference databases. DIGITAL layered
products and Third Party buy-ins will be required (or at least strongly urged) to utilize
XNLS services and profiles.

The OZIX components are discussed in more detail below.

3.1.11 Commands and Libraries

C run-time library (C RTL)

The emerging ANSI C Standard defines functions for wide character and special locale support. The C
RTL should meet these standards.

Other Libraries

Whilst there is no requirement for translation of languages and compilers, code-set manipulation libraries
are required for all programming languages. Wide character and mixed-direction string-handling is re-
quired in compiler RTLs.

Note: ~ ABSS programming language datatype-compatibility requirements with existing products
should be addressed in an ABSS-specific "C" component.

Note:  IED is producing a Compound String manipulation library (CSlib) which is intended to
provide the code-set manipulation libraries in OZIX referred to above. Contact Cliff Evans
on VOGON::EVANS for details.

Commands and Utilities (OSF and BSD)

The commands and utilities form a user interface for command-line driven operations and for character-
cell devices, and as such must be translatable and able to interoperate with the international functionality of
the OZIX base system.
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Commands and utilities shipped with OZIX must be structured for translatability. (Implement XPG-
compliant messaging on all commands and utilities included with OZIX.)

Commands and utilities shipped with OZIX must also be code-set independent to allow for interfacing with
the base system and for the handling of named objects that are named independently of the code set
(for example, file names that are named in Japanese, and so on.)

Implementation-Independent Kernel Interface (lIKI)

No special requirements.

Printing (DECprint)’

Basic minimum fonts for all code-sets able to be created within OZIX should be provided within the A-
component. As a minimum, it should be possible to read the content of a printed document even if the re-
quired typestyle/size of font is not available. Additional sizes and styles of fonts for non-Latin languages
may be provided separately from the A component.

The printing function clearly needs to be able to support multi-byte character sets, to interpret the code-set
neutrality of the base system and to convert this into a device-specific series of glyphs. The use of a non-
readable fallback character (for instance, a reversed question mark, or block character) should be avoided
wherever possible.

Mall Servlces2

The mail transport systems need to be able to transport multiple-language documents without loss of con-
tent and/or specific right-to-left or left-to-right directionality. It is suggested that this requirement be met
by allowing the mailing of compound documents.

In addition to this specific requirement on the transport system, the Mail User Agents need to comply with
all the overall OZIX intemationalization requirements listed in 3.1.1.

Accounting

Whilst it is understood that accounting will be limited in OZIX V1.0, this component is nevertheless re-
quired to be code-set independent, and must utilize a language-selectable messaging facility to allow for
translatability (including Asian and Semitic language translatability) .

3.1.1.2 Development Environment

1

Linker (Id)

No special requirements.

Librarian (ar)
The librarian should be code-set neutral except where it collides with current standards. It is understood

that library names are restricted by convention (and the need to interoperate) to 15 ASCII characters. Li-
brarian messaging should be separated from code to enable possible future translation.

DECprint is effectively a layered product, however it is a bundled OZIX component.

2 Mail Services is effectively a layered product, however it is a bundled OZIX component.
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Linker Related Utllities (Idutils)

No special requirements

Message Text/Status Value (msgval)
This links message status with the messaging mechanism. The messaging mechanism needs to comply with

XPG4, and also to support Asian language translations and mixed directionality of text strings in messages
(for Hebrew and Arabic mixed right-to-left messages).

3.1.1.3 Diagnostic Monitor

The diagnostic monitor is the controlling software for hardware diagnostic tests, and also controls the system
exercisers, disk formatters, and so on. Whilst DIGITAL Field Service is the primary user of the diagnostic
monitor, it may also be used by third-party personnel responsible for maintainance, or by customers. Develop-
ers of the diagnostic monitor are following the same philosophy as for system management, that is, eventual
migration away from the sophisticated user and toward the naive user. The user interface is being designed for
flexibility, allowing different levels of interaction. It is believed that there ultimately there will be a potential

translation requirement for the diagnostic monitor. Therefore all of the overall OZIX internationalization re-
quirements apply to the design of the monitor.

3.1.14 System Exerciser

In addition to the overall OZIX intemnational product requirements, the system exerciser must be designed to
allow for its use on any localized OZIX components. SQM are requiring regression tests both on base and
translated Product Variants. At a minimum, this means allowing for easy translation of any test scripts so that
they may comespond with translated messages/displays. Ideally, the system exerciser should be entirely

language-independent, making translation of test scripts for use on translated variants of OZIX components
unnecessary.

3.1.1.5 OZIX Executive

Just as it must be possible to use local-language file names, with the appropriate code set(s) and writing direc-
tion(s), creation and use of local-language system identifiers must also be provided for, in order to cover
such items as device names, process names, memory segment names and so on.

Boot/Recovery

No special requirements.

Subsystem Debug Server

No special requirements.

Virtual Nub

No special requirements.

Process

No special requirements.
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Memory Management

No special requirements.

OSF Application Program Interface (API)

The interface must allow for multiple entry-point access to code-set independent mechanisms. (in particu-
lar, Compound String with MOCS and conventional 8-bit ISO-Latinl APIs).

FIFO subsystem

No special requirements.

Security Support, Audit, and Access Validation Subsystem

The security model breaks the normal international system model because there is a need to access trusted
messages (these are most likely to be written in English, to avoid dependencies on translation activities). It
should be possible, however, for the audit file to also fetch an untrusted or "claimed" message part from
local-language files that are outside the trusted computing base.

Likewise, file headers on printer output should be capable of containing a trusted header (for example,
"TOP SECRET"), along with a "claimed" header in the local language.

It is not clear how a member of personnel who is responsible for security will interact with the OZIX secu-
rity system (it is understood that some secure systems rigidly specify ASCII terminals). However, mecha-
nisms should be provided to allow less rigidly-specified application(s) for use by security personnel to sup-
port input and display of text in the user’s own language (including Asian and Semitic languages).

3.1.1.6 File System

File Name System

Any name that is visible to the user should be expressible in the local language (including Asian and He-
brew languages). Local-language support may require a format which allows for a mix of different charac-
ter sets, as well as providing for different writing directions.

It is interesting to note that the Apple Corporation are apparently planning the use of graphics and voice for
use as file identifiers. The use of Compound String in the file naming system would eventually allow this
functionality to be a part of OZIX in addition to providing character-set independence and identification of
the appropriate writing direction.

Storage Management Services

These services have no user interface of their own, rather the interface operations are achieved through the
use of commands and utilities, and by means of system management. These services do however need to be
able to interface with multi-lingual file names.

Networking

There are potential collisions between the existing standards and the goal of complete international func-
tionality in the network area. Where these collisions occur, the standards must be adhered to until they
change. However, documented workarounds (or alternative transports) must be provided to allow the trans-
mission of multi-language data without loss of information.

©Dlgital Equipment Corp -DIGITAL CONFIDENTIAL- Page 12



Internet

Internet development must adhere to current standards, and must also recognize and document weaknesses
in international functionality (for example, where 7/8-bit transmission is mandated).

Socket and XTI

No special requirements at this time.

NFS

NFS interprets file and directory names and must therefore be aware of code-sets in order to work compat-
ibly with non-OZIX based systems.

Kerberos Authentication Server

It is planned for the server to be taken from the Athena development. This component must support all the
the overall OZIX international functionality requirements listed in section 3.1.1.

Kerberos incorporates DES Encryption which has been restricted to sale within the U.S. by the U.S. De-
partment of Commerce. However, it is understood that ULTRIX has permission to ship Kerberos world-
wide.

3.1.1.7 Terminals, I/0O Configurations, Network Devices and PIPE

Terminal Support

It is in the area of terminal support that code-set independence must, most obviously, be transformed into
device dependence, with associated loss of information. The terminal-support software must be able to
carry out the selection of character-set-specific modules in order to provide a selection that is appropriate
to the connected device.

There is a requirement for a fallback mechanism to handle coded information that cannot be displayed by
the connected device. This mechanism may display an appropriate (unusual) character from the device's
repertoire (reverse question marks and block characters have been used in the past).

Whilst it is not required to support conversions to or from 7-bit National Replacement Character sets
(NRCs), terminal-driver support should be provided in the A Component of the product for existing DEC
7-bit NRCs, the ISO 8859 family of character sets, plus the Asianl. DEC7bit-Hebrew” and ASMO-449 (7-
bit), ASMO-663 (8-bit), and ASMO-708 (8-bit Latin/Arabic) arabic® terminals.

(If existing UNIX application support is required to be maintained, other or new application use of NRCs
should be actively discouraged.)

Any natural-language text messages must be separated from the code, and a multilingual messaging-utility
must be utilized to allow for the potential translation of LAT.

The OZIX implementation of LAT needs to be code-set independent, must separate text from code in mul-
tilingual messaging catalogues, and must conform to current standards.

1 Refer to Producing International Products Software Handbook. Appendix A.1.2 for details of existing Digital Asian terminals and
code-sets. More information is available from ABSS. Contact Tim Greenwood ABSZK::GREENWOOD

2 SO 8859 includes ISO 8859-8 Hebrew. For more information on Digital Hebrew terminals and character sets contact Aharon Gold-
man (TAVENG::GOLDMAN)

3 For more detail on Digital Arabic terminals contact Andy Vowles (VOGON::VOWLES)
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Note:  For Asian languages, the following workarounds are planned:

One problem occurs during on-line font loading. The OZIX implementation of the terminal
server plans to use a different class of terminal to workaround the xon/xoff problem.

The second problem occurs with the use of the autoforward feature between sessions. The
basic workaround is to disable this feature when multibyte character-sets are being used.

I/0O Configuration

See File System requirements for naming requirements. Any user-interface-to-I/0 configuration is likely to
be part of the system-management function, but the configuration must in any case be translatable and use
a multilingual messaging facility.

PIPE

As object names are the province of the file system, there are no special requirements for PIPE.

CSMA/CD

No special requirements.

3.1.1.8 Mass Storage

There are no special requirements on the mass-storage structure, container, shadowing, striping, T/MSCP, CI,
or the SCSI port and disk, other than the need to deal with code-set-independent object names and to conform
with the standards and guidelines laid down in the Producing Intemational Products Reference Set, Rev B.

3.1.1.9 RPC

RPC marshals string-arguments and therefore needs to support multiple character-sets and all appropriate writ-
ing directions. Any messages should be separated from code and must utilize a multilingual-messaging facil-

ity.

3.1.1.10  System Admininistration and Network Management

Of all the components of the OZIX system, this is the most likely potential candidate for eventual translation.

The OZIX vision incorporates the strategy of reducing the skill-level required to undertake system manage-
ment and system-related administrative functions. Over time, if this approach is successful, naive users will
undertake an increasing number of system-management responsibilities with the aid of easy-to-use tools.
Translation of the user interface is therefore an obvious key to success in non-English speaking markets.

System administration and network management must therefore closely conform to all the overall OZIX inter-
national functionality requirements, where this does not conflict with specific ISO standards (for example,
those relating to OSI/DECnet).

Additionally, because the migration from the technically-knowledgeable system-manager to the naive user
will occur over a period of time rather than immediately, there needs to be a method of profiling users and user
information. This profiling should be related to the configuration of system-management tasks by individual
users. This will enable translation decisions that relate to material that falls within system management activi-
ties to be selective in relation to the spectrum of user-types (expert-to-naive). It will also allow consistent pres-
entation of the appropriate local language to the user (by means of the appropriate user-configuration in terms
of restricted access to the more technical and/or untranslated activities).
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C++. However, within the languages, there is a need to support datatypes for MOCS and to access Com-
pound String services.

All compilers bundled for shipment with OZIX must provide support for the development of International
applications. This means support for multibyte wide character handling in source code comments, strings,
literals and character constants. OZIX programming languages must provide access to the use of compound
string within user programs. All development tools (compilers, loaders and debuggers) must have com-
pound string handling capability.

Other OZIX Layered Products

Programmer Productivity Tools

Japan has in the past produced product-variants of portions of programmer productivity tools (such as
LSE). Generally, programmer productivity tools need to be capable of supporting development of non-
English software. Asian markets may also have some requirement for Asian language user-interface
and documentation. Contact Tim Greenwood on ABSZK::GREENWOOD for details.

Today, programmers in Europe typically prefer to work in English because technical terms are more
consistent and more readily understood in English.

Data Dictionary, RdbStar, DECforms

These products need to evolve to support MOCS by means of Compound String (refer to individual
product Internationalization Plans - these are referenced in Appendix A of this Plan).

Office Products.

Today, most of the translation effort and most of the additional business has been gained with local-
language varants of office products. Any DIGITAL-developed office product will have its own Inter-
nationalization Plan. (Contact [ED on VOGON::118N_PLANS for copies of existing Internationaliza-
tion Plans that cover specific products.)

Third-party Buyins
Third-party buyins should conform to the overall international requirements for OZIX as stated in para-

graph 3.1.1.

As many international issues can arise at the pre-contractual stage with Third Parties, it is generally
beneficial to involve IED at an early stage.

3.1.2 Documentation

3.1.2.1 History

In the past, translation of documentation into different languages has been done on a selective basis. the extent
of the translation differing according to the needs of the marketplace. This has typically involved production of
local-language, naive end-user documentation, whilst the more technical documentation is left in English.

Problems have been experienced with this approach in the areas of packaging, getting the translated documen-
tation to the end-user, and meeting the customer’s requirement that they should be able to customize documen-
tation to meet their individual needs.

Country engineering and marketing groups are now proposing to address these problems by NOT translating
Corporate documentation, on the grounds that it is too expensive in terms of both translation effort and to the
customer. It is argued that currently translated Corporate documentation does not reach the hands of the naive
end-user,. It also leaves the system manager to cope with a mixed-language documentation set, when the re-
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quirements for this rdle is a knowledge of the English language. Keeping translated documentation in step with
releases of new versions also involves the Local Engineering Groups (LEGs) with continued expense after the
production of the original documentation set.

For documentation other than that connected with Corporate products, the Country Engineering groups have
taken the initiative to write separate books locally. These books are largely version-independent, and they are
packaged and sold separately. The French Language Group (France, Belgium, Canada and Switzerland) have
already followed this approach. (However, the needs of the broad range of customers for some degree of cus-
tomization of documentation is only partly resolved by this approach).

The OZIX documentation strategy addresses the need for partial translation as shown below. There will be no
need for locally-written books to be produced for the OZIX system products.

3.1.2.2 0OZIX Documentation

The proposed focus for OZIX documentation is ON-LINE documentation, envisioned as the source of data for
an on-line "Book Reader", for hardcopy documentation, for task-oriented Help and also for context-sensitive
Help. Whilst this approach has clear advantages in terms of distribution, it raises some challenges in a multil-
ingual environment where only naive end-user documentation is wanted in the local language, and where there
is a need to minimize all translation costs.

In order for OZIX to be a fully-international product, OZIX documentation must address these challenges.
Specific requirements are:

e The tools used for on-line documentation must allow for creation and display of European, Asian and
Semitic languages and must make provision for the appropriate writing directions.

e Multiple-language versions of on-line documentation must be installable on the same system. A mecha-
nism must be provided for the user to select a primary and secondary ’preferred language’ for the pres-
entation of on-line documentation. This could be the same mechanism that the user would employ to
select and set the preferred language for the user-interface. In the case of the preferred language not
being available, either the default language (US-English) or a choice of the languages that ARE avail-
able on the system should be offered.

¢ In order to allow for partial translations (translation of naive end-user documentation only) to minimize
translation costs and to retain an appearance of uniform documentation, documentation should be de-
signed and written in a modular form by category(ies) of expected end-user(s).

e When a positive translation decision is made, tools to separate, edit, (retranslate) and re-combine docu-
mentation for translation from or with the documentation source-database must be provided, at least for
DIGITAL Local Engineering/Translation Groups

e When a positive translation decision is made, tools to produce hardcopy documentation from the docu-
mentation source-database must be capable of producing translated, hardcopy documentation in Euro-
pean, Asian and Semitic languages. These tools must be available to the DIGITAL Local Engineering
Groups

e System-manager configured user-profiling should be considered, in order to facilitate presentation of
appropriate levels of technical detail on a user-by-user basis. This would also help to maintain the ap-
pearance for naive end-users of a consistent language for the documentation .

e Hardcopy documentation packaging should allow for separate. clear. concise and (ideally) version-
independent, naive end-user documentation.

e The English OZIX documentation should be written for people who have English as their second lan-
guage. (See The Producing International Products Reference Set, Rev B, for details.)

Note:  Although it is not a requirement of Internationalizatio. feedback from the Country Product
Managers indicates that it would be very beneficial if these same tools were made avail-
able to the customer to allow the customer to make modification and additions to OZIX
documentation.
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Fig 1. OZIX Component Translation Decisions Table

Key: T = Translation of UI & DOC component required for V1.0
P Partial translation of UI & DOC component required for V1.0

D = Defer translation decision until a later release
= No translation required
? = No translation decision available

IED’s *TRANSLATION* recommendation for Europe is similarly shown in the column
marked "IE"

Language Groups:

UK = British English GY = German FR = French

SP = Spanish IT = Italian SW = Swedish

NO = Norwegian FN = Finnish DK = Danish/Icelandic

PO = Portuguese NL = Dutch/Flemish IS = Hebrew

AR = Arabic JA = Japanese SC = Simplified Chinese

TC = Traditional Chinese KR = Korean TH = Thai
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OZIX component translation decisions table (cont’d)
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3.2.1 Notes on the Translation Decision Table
Inputs from multilingual countries is shown in the table against Language Group. Special requirements are
noted below.

1. Belgium: No requirement for localized versions (FR/NL)

2. South Pacific Region:No resources to give any feedback.

The following additional notes should be read in conjunction with the Asian Language groups decisions in the
table.

1. For Asian languages there other language specific engineering components in to be added that are not
covered under the general title "translation.” The most important of these is the input methods. These
are not covered adequately in the PIP descriptions, but if they were to be forcefit into the model they
would go in the B components.

2. The Japanese computer market is very similar in complexity and sophistication to the US. It is therefore
assumed that the entries marked D or P under Japan will become T in later versions.

3. The translation decision for Simplified Chinese can be deferred to later versions because the unrest in
PRC has put their technology program on hold.

4. The translation decision for Thailand can be deferred because the computer market is immature; there is
not a significant market in the areas being targeted by OZIX--commercial applications, production sys-
tems, etc.

5. There is a small but growing market for these features in Taiwan and Korea. As this market becomes
more important, the entries marked D and T in these columns should be updated.

3.3 REQUIREMENTS FOR LOCALIZATION KIT

ABSS (JRD) will submit any localization kit requirements separately and later to the OZIX group.

4 SPECIFICATIONS
This section supplements the Corporate Product Specification for OZIX, and in particular forms the specifica-
tion for product variants.

ABSS (JRD) will be producing specifications for Asian language versions of OZIX separately from this docu-
ment.

4.1 VARIANT SPECIFICATIONS

41.1  Maintainability

Refer to the CSSE Servicability Requirements Document. That document should address the requirements for
Worldwide support of multilingual and multinational companies.

41.2 Compatibility

OZIX requires compatibility at various levels with other Open Systems operating environments. Whilst
multilingual-capable products have no additional compatibility requirements, multilingual capability itself is
likely to make compatibility more difficult to implement.

Note: ABSS input is required on any specific J-ULTRIX compatibility requirements. It is how-
ever anticipated that where such a requirement is different from the generic requirements
expressed in this plan, ABSS will need to address the differences in a market specific "C"
component.
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41.3 Evolvability

As the OZIX product evolves towards commercial, transaction-processing systems usage, it can be expected
that translation requirements will increase and greater benefit will be gained from the Intenational functional-
ity provided in the base system.

5 PROJECT PLAN

To be supplied for any product variants required as a result of translation decisions.

5.1 PHASE PLANNER

Corporate Phase 0/1 close - 17th November 1989
Corporate Phase 2 close - to be supplied.

52 PROTOTYPE TRANSLATION PLAN

To be supplied if Prototype Translation required.
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APPENDIX A

PROJECT DOCUMENTS

The following documents have been referenced within this Internationalisation Plan, or are included here:

Intenational Engineering "Producing International Products Reference Set" (also known as the PIP

Handbook). A-MN-ELSM498-00-0 Rev B.

DEC STD. 066-3 Policy for Designing Products for All Countries Designated as Strategic Markets. EL-

00066-03.

Terry Morris, OS/SB - "OZIX product and Market Requirements Document” Rev 1.0
X/Open Portability Guide (XPGn) Versions 3 (issued) and 4 (under determination)
ISO 10646 Multiple-octet Coded Character Set.

[ED/ABSS "Digital’s Text Model for the Future - What Should It Be ?" 20th June, 1989.

Claire Cockcroft, OS/SB - "A Vision of the International OZIX Product"”

Functional Specification for XNLS. Contact VOGON::LANDLES.

Catherine L. Richardson, OS/SB - "Preliminary OZIX Applications Plan"

Omur Tasar, "OS/SB Enterprise Management Approach - an Overview" 12th July, 1989.
Internationalization Plan for DECforms V2.0 - Contact VOGON::118N_PLANS
Internationalization Plan for CDD+ V5.0 - Contact VOGON::I18N_PLANS
Intermationalization Plan for RdbStar V1.0 - Contact VOGON::I18N_PLANS
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Colin Walters of CUP/ITG I18N has produced the following outline of a proposed documentation strategy for
OZIX documentation:

From: VAXUUM: :WALTERS "2ZK01/33j03 DTN 381-1955 04-Aug-1989 0826"
Tos VOGON: : KEE, SWEEZEY, VOGON: : OUGHTON

CC: WALTERS

Subj: Comments on the OZIX Internationalisation Plan

CC Martyn Kee, IED UI Manager
Marcia Sweezey, CUP/ITG I18N

PROPOSED STRATEGY:

I strongly support the application of modular techniques in
this project. It is essential that UI engineering is involved
early in the writing process for this to succeed.

1. Perform an analysis of anticipated users and write a user-profile
for each.
2. Perform an analysis of OZIX commands and subsystems. Structure the

UI on the basis of:

o Which users use which commands and systems.
o Logical relationships between commands and subsystems.

3. Develop a single text-library or database which documents the
system. This will have two-dimensional modularity:

~ Subject Subject Subject
|
MODULARITY | overview
BY | application
COMPLEXITY | reference
[ programming
[
e e L L e e P PP >
MODULARITY BY SUBJECT
4, Use conditional bookbuilds to extract text from the database and

build into Online books, help and documentation. It will be easy
for any Local Engineering group to extract and translate only the
text that they require, but the integrity of the Corporate
documentation will be maintained.

Other advantages:
Customisable for the customer
Easier updates

o
o

o Easier support

o Eliminate redundancy
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OZIX SYSTEM DESCRIPTION

OZIX SYSTEM DESCRIPTION

OZIX is an extensible, hardware-independent operating system that integrates modern technologies
for distributed systems, fault tolerance and data integrity, while adhering to a high-performance
I/0 implementation. Its capabilities will evolve over a series of releases and are composed of system
elements from other Digital groups, (such as database and transaction processing software, compilers,
tools, and utilities) as well as selected elements from third-party vendors. OZIX is a reliable, high-
performance production system that is targeted at the open systems market. While transaction
processing technologies are built into Version 1, these capabilities will not be realized until a release
after Version 1. In the first release of this product the system utilizes these transaction technologies
in demonstrating its high level of performance and reliability.

OZIX functions as a network server in a multivendor, distributed systems network. It serves this
network by providing:

* File services via NFS
¢ Compute services for user applications
e  Workstation services such as workstation booting and diskless services.

e Database services

The OZIX system is designed with the methodology required to obtain a B2 level security rating from
the National Computer Security Center (NCSC), thus ensuring strong resistance to intrusion and the
protection of data from unwanted disclosure.

The OZIX product also provides an internationalized computing environment capable of support-
ing applications that span national, linguistic, and cultural boundaries. This support is apparent
throughout the system - in libraries, terminal services, the file system, the base system, and the
message facility.

OZIX is a modern operating system platform that integrates existing and emerging open system stan-
dards defined by POSIX, X/Open, OSF and ISO/OSI. Support for standards - such as those defining
user interface, data exchange, networking, file access, multi-processing, transaction processing, se-
curity, system administration, and internationalization - are built into every component of the OZIX
system.

Also included in OZIX Version 1 are integrated system and network management features, license
management, and CDROM distribution.

OZIX application interfaces provide a development platform for production applications. Portability
of applications within a Digital environment is provided with Application Integration Architecture
(ATA) components such as DECwindows client libraries, Compound Document Architecture (CDA),
and Concert Multithread Architecture (CMA).
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OPERATING SYSTEM ENVIRONMENT

The OZIX base system is designed to deliver maximum performance, reliability, and security. By
incorporating state-of-the-art technologies that deliver superior availability and integrity of data
across a large number of storage devices, the base system provides a solid foundation for transaction
processing and customized applications. It consists of an executive and a small hardware-dependent
portion of code that is called the nub.

7 General Executive Features

Most of the base system support that is in the operating system is provided by the executive. This
includes process management, memory management, and the file system. Internal features that
support these functions are:

*  Fine-grained locking improves concurrency in multiprocessor environments.

¢  Multithreading facilitates high performance.

¢ Isolation between subsystems provides security and integrity.

¢ Level checking in locking assures deadlock prevention.

* Preemptable executive allows for fast response.

e  Scalability of system resource limits

* Pageable executive code and data provides better physical memory utilization.

¢ Flexible and extensible memory allocation and management.

e  Stack-based exception handling in the operating system for increased reliability.

e (OZIX is designed for multiprocessor systems with large amounts of memory, I/O devices, and
users.

e Integrated transaction processing technologies

7.1 Process and Process Environment

OZIX provides a number of standard UNIX features in the executive. This includes standard UNIX
process management system services, UNIX signal interfaces, and UNIX environment interfaces.
Concert Multithread Architecture core services, shared libraries, scheduling features, and interpro-
cess communication (IPC) calls are Digital added-value features that are also included in the OZIX
executive.

7.2 Memory Management

The OZIX executive supports the OSF API memory management interface. Mapped files and data
in the file system are automatically kept constant, which means that if an application opens with
read/write access while another application owns the mapped file then they will recognize each others
changes. Other memory management features include:

e  Unlimited number of virtual address spaces, subject to amount of physical memory
e Efficient management of sparse virtual address space

e  Multiple page files

¢ Maximize size of user virtual address space

e  Alternative backing store managers and page replacement algorithms
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¢ Maximize use of physical memory

¢  Physical memory sharing

7.3 Transaction Processing Services

The OZIX executive provides services which support transaction processing. Executive components,
such as the file system, use these transaction processing services.

7.4 Multithreading

OZIX provides multithreading capabilities as specified by the CMA. This architecture defines portable
services for creating and controlling multiple threads of execution within the address space provided
by a single process.

Multithreading brings numerous advantages to application programs. On a system which provides
hardware and software support for parallel execution, the use of threads can speed up execution of
an application program by providing it with the ability to utilize all the processors simultaneously.

7.5 Symmetric Multiprocessing

OZIX provides symmetric multiprocessing (SMP) support, which is a form of tightly coupled multi-
processing in which all processors perform operations simultaneously. SMP configurations consist of
multiple CPUs executing code from a single shared physical memory. Users and processes share a
single copy of the OZIX system. Operating system code can be executed on any processor. Different
threads accessing the same data structures, can be executing simultaneously on multiple processors.
This is accomplished safely by means of locks, which are used to control the concurrent access of
shared data structures.

8 Input/Output System

OZIX mass-storage and terminal subsystems are designed to meet the requirements of transaction
processing systems, which process hundreds of user transactions per second. These systems often
process large volumes of transactions which require a large number of mass-storage devices and
terminal sessions.

8.1 Mass Storage

The OZIX mass storage structure provides the basis for high I/O throughput by minimizing latency. It
supports DSA (both DSA-1 and DSA-2) devices. DSA storage devices are accessible via the Computer
Interconnect (CI). Different types of mass storage devices are supported, including all DSA devices
and CDROMs.

The OZIX I/O resource manager provides the mechanisms to manage the hardware and software
components of the OZIX mass storage system. The management interface to the I/O resource manager
provides capabilities that:

¢ Automatically configure physical devices at system startup
¢ Configure/autoconfigure new physical devices on a running system

*  Cooperate with other system software in providing warm restart capabilities
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11 Performance and Instrumentation

The OZIX system is heavily instrumented and provides a rich set of instrumentation services. In
addition, OZIX has a data collection facility, a low-level software component, that enables the system
to collect component and system-wide data. The Instrumentation Data Collection Facility (IDCF) col-
lects performance and utilization data maintained by OZIX. This facility supports two data collection
methodologies - event detection and sampling.

¢ Event detection is used when it is necessary to know a sequence of events or the exact number of
their occurrence over a given interval of time. OZIX employs software probes for event detection,
which are used for the recording of an event.

e Event sampling is used to observe rates and frequencies of events.

OZIX provides performance characterization tools which enables OZIX-based systems and their con-
stituent components to be characterized with a high degree of accuracy. Traditional utiiities and
commands are also provided.

12 Security

OZIX is designed with National Computer Security Center (NCSC) B2 methodology. It provides
high levels of system security and integrity. OZIX supports multiple security and integrity policies
to satisfy the needs of both government and commercial environments. Each of these security and
integrity policies are enforced with the full strengths of a B2 system.

Security supported provided by OZIX gives system administrators flexibility in tailoring the security
profile of each individual OZIX system. Local security policy can be implemented using the following
types of controls:

*  Access Control Lists (ACLs)

e Mandatory Access Control (MAC)
e Integrity Access Control (IAC)

* Level control of network access

e  Control over access to "raw" devices

In addition, OZIX security support allows the security administrator to change the basic security
model in effect on the system. For example, some OZIX systems may use a security model based on
the Bell and LaPadula model, or may allow the use of a customized security model.

13 Internationalization

OZIX supports characters for most every language through the implementation of MOCS. In MOCS,
up to four octets (8-bits) can be used to define a single character for languages such as Japanese,
Chinese, and Korean.

OZIX commands use multilingual messaging and language switching facilities, thus accommodating
easy translation by local engineering groups. Selected OZIX commands are fully internationalized
and have the capacity to process data and file storage objects presented in character sets other than
the ISO 8859-1 character set (8-bit Latin-1).

OZIX supplies a set of standard C libraries to provide string handling routines to deal with string
parameters made up of 8-bit characters. Existing C applications can link against the OZIX standard
C libraries for compatibility. OZIX extends the standard C library to provide support for compound
string technology, allowing development of new international applications that are language neutral.
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The OZIX terminal subsystem provides support for multiple character sets and languages. The
terminal subsystem allows for the inclusion of additional locale-specific character set handling without
modification of the basic subsystem code or data structures. Existing applications may access the
terminal subsystem through the OZIX OSF APL

14 Standards

The basic system concepts of OZIX reflect the models of process management, file processing, and
gsystem calls defined by X/Open, OSF, POSIX, OSI, and ANSI standards.

15 Documentation

The OZIX information set is structured specifically for online presentation in a hypertext information
style. Primary documentation retrieval method for OZIX is online. Hardcopy documentation is also
available.

The OZIX information set is tailorable for the needs of different types of users and is designed for
easy translation to other languages. Publication tools are provided to allow for integration of training
modules and documentation from other sources such as third-party vendors.
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%ree g)%ﬁ?Version 2.0 Working Paper contains information discussed and agreed to by members of
the Open Production Environment SIG. Organizations represented on this SIG group include OZIX
Product Management, Database Systems Product Management, System Software Marketing, and
TP-West Engineering.

This document describes the strategy for the OZIX Version 2.0 program. This program includes
the OZIX operating system, a relational database (RdbSTAR), and transaction processing (DECxtp)
functionality. Together, these are the foundation for Digital’s entry into the Open Production Systems
Transaction Processing market.

Assoclated Documents

1. OZIX Vision Document

2. OZIX Market and Product Requirements Document
3. OZIX Applications Requirements Document

4. TP Market Sizing Document

Change History

Date Issue # Description

July 1989 0.1 Preliminary OZIX V2.0 Strategy Document

August 1989 0.2 Preliminary OZIX V2.0 Strategy Document

September 1989 0.3 OZIX V2.0 Working Paper

October 1989 1.0 OZIX V2.0 Working Paper - incorporate changes from primary review and edit-
ing
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OZIX Version 1.0 Development Plan

Preface

The OZIX Version 1.0 Development Plan describes the strategy and tactics followed to design and
develop Version 1.0 of OZIX, a member of the ULTRIX family of operating systems.

Change History

Date Issue # Description
October 15, 1989 0.1 Preliminary OZIX Version 1.0 Development Plan
October 31, 1989 1.0 Incorporate review comments

Date of Printing:
31-0CT-1989 16:59:32.41
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A system-wide architecture for fault detection, fault recovery, and error logging is a key feature
of the OZIX system. These components work in conjunction with the hardware capabilities to
provide a high degree of system and application availability.

¢ Internationalization

Many corporations today have world-wide operations. A necessary component of consistent
enterprise-wide data processing for these concerns is a system that supports world-wide localiza-
tion, and tailorability to various language-specific input and data manipulation requirements.

OZIX products are designed to be sold in international markets. Critical components, such
as the file system, application programming interfaces (APIs), and the terminal services, are
designed and implemented to accommodate compound strings and multi-octet characters (MOCS)
for textual representations. These features, which are integrated into OZIX from the outset
during design, ensure that Digital, customers, and third-party developers are able to develop
applications for world-wide delivery or tailored for specific cultures and local languages.

* Reduced cost of ownership through advanced system and network management

One of the significant costs of ownership of large production systems is the staff required for
system administration. Customers are looking for ways to significantly reduce their operations
cost while increasing the overall effectiveness of the applied resources.

OZIX management capabilities are designed and implemented with the goal of maximizing the
operations staff productivity and lowering the overall cost of system management.

e  Scalability

OZIX is designed to efficiently support large physical memory configurations, a large number of
processors, terabytes of data on hundreds of disk drives, large numbers of processes, and very
large network configurations.

The modular design of OZIX allows system capabilities to be tailored to the configuration on
which the system is running, so that valuable physical memory is not consumed by system
code supporting hardware not in the configuration. Dynamic system data structure allocation
facilitates adding additional hardware to the configuration without rebuilding the system.

e ULTRIX Familiness

The compatible set of ULTRIX base systems provides customers and developers with distributed
interoperability and a high degree of application portability.

OZIX is an integral member of Digital’'s ULTRIX family, and shares a family of capabilities with
all ULTRIX products:

— A common set of application programming interfaces (OSF AES, POSIX 1003.1, XPG)

— A common set of application development tools, utilities, and commands (POSIX 1003.2,
XPG)

— A common software architecture on like processor architectures (calling standard, object file
formats, and so on)

— A unified network and distributed systems architecture
— A unified system and network management architecture
— A common core of documentation

¢ Portability
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It will be necessary to move the OZIX system to various hardware platforms, as Digital’s business
requirements change. The system is constructed in such a way as to provide high performance
on target hardware platforms, yet it is designed and implemented in such a way as to be readily
portable.

OZIX is designed to readily identify and localize the hardware-dependent aspects of the system
to facilitate portability.

3 Product Description

The OZIX project delivers a robust, secure, high-performance operating system which is positioned
as a member of Digital’'s ULTRIX family of systems. It is expected that the product name will reflect
the ULTRIX familiness; however, the specific external product name will not be determined until
Phase 2.

3.1 Deliverable Functions

The primary deliverable components of the OZIX project are discussed in the following sections.

3.1.1 Open Systems Application Programming Interfaces

The application programming interfaces (API) implement the standard programming interfaces to
the operating system, including OSF AES, POSIX 1003.1, and X/Open XPG. These APIs provide the
programming interface between user applications and the OZIX executive.

Additional APIs provide management interfaces to the various subsystems, support for fully inter-
nationalized applications, and other unique OZIX added-value capabilities.

3.1.2 OZIX Executive

The OZIX executive is comprised of a set of modular units, or subsystems. These subsystems im-
plement the functionality required to support the application programming interfaces, as well as the
memory management support, security check and security auditing, I/O drivers and support routines,
and fault management and recovery. The OZIX design places each subsystem in a unique address
space to ensure robustness, modularity, and fully address the security and integrity requirements of
the B2 level of security.

The executive subsystems are supported by a small nub, which provides the primitive functions nec-
essary such that the remainder of the executive can be efficiently implemented in subsystems. These
functions, which are not user-visible, consist of low-level thread scheduling and synchronization,
CPU management, fault detection, interrupt dispatch and control, and cross-subsystem procedure
call support.

Throughout the executive, including the file system directory structures, the text for all objects that
can be named is stored as compound strings. Compound strings provide support for multi-octet
characters as well as other character information, such as writing direction.

The executive is being designed in close collaboration with the HPS/DECxTP engineering group
to ensure that the design addresses the critical requirements of a high-performance transaction
processing system.
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3.1.3 Robust, Recoverable File System

The file system consists of a set of subsystems that implement the emerging Attribute Based Al-
location (ABA) storage architecture. In this architecture, the file system may be viewed as being
implemented in three layers:

File name subsystem

The file name subsystem implements a generic set of file and directory services, such as open,
read, write and close, which may be called by other OZIX APIs. The file name subsystem also
provides:

— Mount point services

Mount point services are utilized to mount objects other than local ABA files (remote direc-
tory trees via NFS, for example) in the local directory hierarchy.

— Create and lookup routines for pipes and special files
Dataspace subsystem

The dataspace subsystem implements a virtual interface from file name subsystems with a map-
ping onto mass storage media. Each dataspace has specific associated attributes, such as size
and access characteristics. The dataspace subsystem provides a generic read/write service in-
terface which is used by the file name system and database systems, as well as a management
interface for use by OZIX resource management.

Container subsystem

The container subsystem presents mass storage devices to the dataspace subsystem as a logical
representation of a device, or container. Several types of containers are implemented:

— Base containers
Base containers represent physical mass storage devices, such as disk drives.
— Subcontainers

Base containers may be partitioned into multiple subcontainers, with each subcontainer
representing a portion of the entire container.

— Compound containers

Compound containers represent more complex virtual abstractions, such as disk striping and
shadowing. Additional compound container types will be developed over various releases of
OZIX to address future customer requirements and take advantage of future mass storage
capabilities to provide enhanced performance, robustness, and reliability.

3.1.4 Networking Components

The OZIX networking components are designed and implemented in conjunction with the executive
architecture, and take full advantage of the performance and security capabilities. The fundamental
components of the OZIX networking system include:

Internet network subsystem

The Internet network subsystem implements the full suite of Internet protocols, including:
At the application layer:

— Routing database management daemon

— Berkeley Internet Name Domain service (BIND)
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— X/Open Transport Interface (XTI)

— Socket interface

— The r* utilities (rwhod, rsh, rcp, and so on)

— Network time protocol (NTP)

— The internet remote terminal and file transfer services
At the network layer:

— Internet Protocol (IP)

— Internet Control Message Protocol (ICMP)

— Internet Group Management Protocol (IGMP)

— Address Resolution Protocol (ARP) (includes Reverse Address Resolution Protocol (RARP)
and Proxy ARP)

At the transport layer:
— Transmission Control Protocol (TCP)
— User Datagram Protocol (UDP)

e DECnet/OSI network subsystem

OZIX DECnet/OSI is an end-node implementation of DECnet/OSI Phase V, with support for
multiple physical links on Ethernet (multilink) for improved throughput and availability. The
DECnet/OSI components include:

At the application layer:

— File Transfer and Access Management (FTAM)

— Virtual Terminal Protocol (VIP)

— DECnet/OSI Copy Program (DCP)

— The d* utilities (dlogin, dcp, and so on)

— Distributed Name Service (DNS) clerk

— Digital Time Synchronization Services (DTSS) client

At the session layer:

— DNA Session

— OSI Session

At the transport layer:

— OSI Transport Protocol (TP4)
*  Remote Procedure Calls (RPC)

Remote Procedure Call capability is provided by an implementation of DECrpc V1.
e NFS

OZIX provides a high-availability, high-performance implementation of Sun Microsystems’ NFS
V2.0, that provides remote file client and server services, as well as remote lock and status
managers.
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3.1.5 OZIX1/O

OZIX I/O is designed and implemented in conjunction with the executive, and takes full advantage of
the advanced performance capabilities. OZIX I/O provides state-of-the-art performance by exploiting
the parallelism of symmetric multiprocessing and multithreading. '

Areas addressed within the design of OZIX I/0 include:

®*  Minimal lock contention

¢  Buffer management techniques that avoid or minimize data copying
* High levels of I/O connectivity for maximum parallel operation

*  Well-designed management of I/O components eases management requirements in large config-
urations

® Modular design facilitates the addition of support for new peripheral and adapter technologies

OZIX terminal services support LAT terminals in addition to the various network terminal services.
The terminal services are designed to ultimately be implemented independently by various supporting
engineering groups, and, when delivered, support multiple character sets concurrently on a single
system. Engineers at the Japan Research and Development Center in Tokyo are participating in the
initial design of the terminal services and the implementation of the Japanese input methods and
character set support.

Devices supported by OZIX I/O at FRS include Ethernet, Computer Interconnect (CI) for access to
high-performance mass storage on DSA disks, magnetic tape, and CDROM.

3.1.6 System and Network Administration

The OZIX system administration design addresses the requirements of both production systems and
management of B2 security policies. The OZIX system administration structure is designed into each
component of the system in an integrated fashion.

The OZIX system administration structure is based on an object-oriented methodology in conformance
with Digital’'s Enterprise Management Architecture (EMA). All tasks performed by system adminis-
tration are performed on manageable objects that represent users, devices, processes, networks, and
so on. As objects, these components are identified by their specific attributes, operations, and events.

A management backplane is used to interconnect manageable objects to each other and to manage-
ment applications. The same EMA-compliant management backplane is used by both OZIX system
administration and network administration providing a common set of services across interconnected
systems.

3.1.6.1 Management Applications

Management applications request management operations to be performed. The request for an op-
eration is made by the management application, through the management backplane, to the object.
Objects interact indirectly with management applications and have no knowledge of the management
applications.

The types of management applications are unlimited. Some management applications are simple
user interfaces using command line and/or DECwindows technology. Other management applications
may be more complex decision-making applications that issue management operations based on a
set of rules. As for the object being requested to perform some operation, the type of management
application is immaterial.
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OZIX provides a set of user presentations and a limited number of decision-making applications for
resource and fault management.

3.1.6.2 User Presentations

A user presentation is a management application providing an interface that system and network
managers use to manipulate manageable objects. A set of user presentations is implemented to
provide a variety of interfaces for use through character-cell terminals, shell command scripts and
DECwindows terminals.

3.1.7 Performance Tools

Low-overhead event detection and sampling services are key requirements for systems targeted to-
ward computer center and mainframe-oriented facilities where system tuning, resource allocation,
and capacity planning are paramount considerations in delivering enterprise-wide services.

OZIX provides a full set of performance measurement and application characterization tools. More
significantly, OZIX incorporates an instrumentation strategy that allows higher levels of software to
obtain performance data in a well-structured, consistent, and low-overhead manner.

The OZIX instrumentation strategy is implemented in an Integrated Data Collection Facility (IDCF).
The IDCF collects performance data from the various manageable objects via the management back-
plane. The performance data is made available to higher levels of software via a robust and well-
defined set of data collection services.

By making these services consistent with emerging standard interfaces, or in the absence of standards
making them available to third parties and other application developers, OZIX will evolve into an
operating system with one of the broadest ranges of high-quality performance measurement, analysis,
and resource management tools in the industry.

3.1.8 Commands, Utlilities, and Libraries

The basic command set provided with OZIX consists of the commands included in the OSF/1, X/Open,
and POSIX 1003.2 standards. This set of commands includes a subset of the SVID commands because
a portion of these were used in producing these standards. In addition, a subset of the BSD commands
available with ULTRIX are provided where these commands are the easiest, most reasonable, most
efficient, or possibly the only way to accomplish the required function.

The OZIX libraries include the components that give the application designer a known programming
environment that complies with available open system standards, as well as the richness expected of
a modern operating system. These include:

¢ Standard C Libraries
These are compliant with:
— OSF/1
— X/Open (XPG.3)
— POSIX 1003.1
— ANSIC

These libraries include the Concert Multithread™ Architecture (CMA) application level functions
and are thread safe.
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During the implementation phase, rigorous code reviews ensure the quality of the code under
development. The project leader and developer are responsible for ensuring satisfactory code
review coverage, except that all code belonging to elements of the trusted computing base (TCB)
is reviewed.

* Testing

Quality and testing are an integral part of the OZIX development. Testing is conducted during
development even before the operating system can run on hardware by use of a simulator. It
continues though field test, and beyond the product FRS. It is conducted by all levels of develop-
ment from unit test of a module or component, up through system integration, to layered product
and third-party software testing.

The product goal is to test at least 80% of all code in each component of the operating system.
The NCSC B2 security classification requires that components in the TCB have test coverage
close to 100%.

For an overview of testing refer to the OZIX Software Quality and Testing Strategy, and for a
more detailed understanding, see the OZIX Software Test Plan.

4.2 Performance Measurement and Reporting

The performance of all OZIX-based systems is reported in terms of transaction response time, system
throughput, or both. The specific tests from which the metrics are derived include various de facto
standard performance tests and internally-developed customer-environment workload tests. Where
appropriate, these metrics are obtained under a variety of conditions (e.g., varying system parame-
ters) so that the ability of OZIX-based systems to deliver performance under different conditions can
be properly assessed.

To date, five representative customer workloads have been selected to apply to OZIX. They were
selected principally on the basis of their I/O profile, and secondarily on the application mix. The
customers from whom the workloads were derived are:

¢ Citibank
e DuPont
e TUSAA

*  Batelle

¢ Digital

To apply these to OZIX, we abstract the workloads and emulate them using a commercial Remote
Terminal Emulator (RTE) package such as Benchmaster.

Since vendor performance claims are viewed with great skepticism, for each release of OZIX we will
produce a set of performance reports obtained from organizations external to Digital or, where that’s
not practical, Digital will conduct these tests audited by an external agency. These tests include, but
are not necessarily limited to the following:

*  An audited DebitCredit Benchmarkt.

¢  Results obtained from The Neal Nelson Commercial Benchmark Suite. To be conducted by Neal
Nelson and Assoc., Chicago, Ill.

t As described in Wright L., et al, Digital's DebitCredit Benchmark: Methodology and Results, Digital Equipment
Corporation, Marlboro, MA, May 1989
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¢ The AIM UNIX benchmark suite results (Suite III). To be conducted by AIM Inc., Palo Alto, Ca.

Finally, a broad set of market-specific system performance tests are conducted and reported by the
various PBU and PMG system engineering groups for each release. More information on these
market-specific plans is being developed and is detailed in the forthcoming OZIX Performance Testing
Plan.

5 Development Strategy

Interface specifications, design specifications, and implementation are accomplished following the
procedures detailed in the document OZIX Software Development Procedures, which describes the
detailed procedures that must be followed to ensure the delivery of a high-quality product meeting
the NCSC B2 certification requirements. These procedures can only be compromised at the risk of
endangering B2 certification.

OZIX is designed to be as independent of its hardware platform as is technologically reasonable. The
benefits of this approach are twofold:

® (OZIX can be easily retargeted to other hardware platforms

®* The OZIX development schedule is less perturbed by fluctuation in hardware schedules or com-
mitments

The second benefit is realized by integrating advanced simulator technology with the use of con-
ventional hardware platforms. Initially, OZIX is developed using a 32-bit hardware simulator} and
an ISIS-based (dual R3000 CALYPSO/XMI) hardware platform. DECstation 3100 workstations pro-
vide the computational power required for reasonable response times when utilizing the simulator
for debugging, testing, and performance measurements. The DECstation 3100 workstations utilize
ULTRIX timesharing systems for remote file services and as the repository for OZIX sources.

Since the FRS target hardware platform, a MIPS R4000/XMI2-based system, is not be available
until relatively late in the development cycle of OZIX Version 1, OZIX is retargeted to this platform
initially by using a customized software simulator. The simulator provides a full multiprocessor
R4000 execution environment.

This strategy minimizes the risk to the OZIX schedule imposed by the target hardware platform
deliverables. It also shortens the OZIX development cycle since the ISP, cache manipulation routines,
locking, and other architecture-specific portions of OZIX can be thoroughly tested and debugged in
advance of hardware availability.

5.1 Development Training Requirements
During OZIX V1 development, training is required for:

®* NCSC reviewers—As the NCSC security review process is started, we are required to provide
training for the reviewers.

* Field test support training—We are required to train the personnel that support OZIX field test
sites.

Because of the timing of these training requirements, the development of the training material is
done by OZIX engineering, utilizing the engineering functional and design specifications.

1 MIPS’ Sable that we have customized for software performance and quality testing
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5.2 Field Test Strategy

Field test is the engineering development process by which the total hardware, software, and support
system is exercised. It provides a generally friendly environment in which the system is utilized
heavily in non-mission critical situations to shake out problems not detected or impossible to stimulate
in the in-house environments.

Field test sites are selected based on criteria specified by engineering, to fulfill specific needs such as
applications used, hardware environment, and so on. We expect to have field test sites in the U.S,,
Europe, and GIA, to ensure that OZIX receives testing appropriate to ensure the product goals and
quality. Logistics problems with non-U.S. field test sites require extensive help and cooperation from
groups within the company to facilitate a successful and timely field test.

The feedback loop, typically through a Quality Assurance Report (QAR) system, is implemented such
that there is no additional time or levels of bureaucracy introduced between the submission of the
problem report and its receipt by engineering, permitting engineering to respond promptly to the
reports.

6 Product Configurations

To ensure the highest FRS product quality and performance, the FRS product concentrates support
on a single processor type, consisting of 1 to N processors. OZIX supports up to 32 processors in a
symmetric multiprocessing system. The configuration supported at FRS is likely smaller, gated by
the hardware configurations available, and Digital’s ability to test and verify OZIX performance on
large-scale configurations.

OZIX supports a variety of memory and mass storage configurations on this system platform. Once
the FRS hardware platform details have been resolved, additional information will be available on
supported product configurations.

Subsequent versions of OZIX will support additional hardware platforms and I/O devices, based on
product requirements.

7 Schedule of Product Deliverables

OZIX is developed through a series of carefully planned and orchestrated baselevels. System builds
are done on a regular basis throughout the development of the system, and the baselevels provide
integration points for development, and project progress checkpoints for project management. As the
V1 system approaches maturity, the baselevels provide information for cooperating and dependent
engineering groups as to the OZIX schedule and content.

The schedule is evaluated at each baselevel to determine overall progress toward the V1 product.
This is especially critical due to the potential schedule impact resulting from the B2 development
methodology.

The following tables describe the major content of the baselevel schedule which is followed to develop
OZIX. These baselevels were defined using a methodology which primarily focused on the OZIX
development requirements, such that underlying required functions are in place prior to being utilized
by higher-level functions.

Application items which must run on OZIX are flagged with “#”. Note that most of these are first
built on ULTRIX.
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Table 1:

BASELEVEL 1 - Core Functionality

Deliverable

Comments

Executive

Memory Allocation (physical)

Create/exit threads

Nub Services

Subsystem Services subset
Exception/condition Handling

Primitive Debug Server

Extended Initialization entry point
Common IO support

Linked lists, byte copy, compare, and zero
Bitmap

Argument list encoding/decoding

Quota-related and virtual to physical translation routines stubbed. al-
locate, deallocate, and aligned allocation needed.

Events - init, set/clear, read (synchronize and notification events)
Mutex - init, init shared, set, release

Wait services - single and multiple

Queus - init, insert head, insert tail, remove head, remove tail, read
Timers - init, set, read

Interrupt services

Memory interlock mechanism

Packages and gate crossing without address spaces support
Includes Message and Status Value support

Testing hook
10 synchronization and completion

Create, delete, clear all bits, clear/set bit position, find free, check bit
Iltem list/ TLV substitute

Application
Ladebug In support of nub debug
Table 2: BASELEVEL 2 - Basic I/O including Console
Deliverable Comments

Executive

basic Ethernet driver

Basic base Container services (MSCP, SCS,

Cl subsets)

Basic Console tty port driver
Primitive tty class driver
Primitive Event Dispatcher

Transmit and receive
Data transfer

Local console logging

Application

No new application code

14
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Table 3: BASELEVEL 3 - Basic executive including network services, process, and read-only file

system

Deliverable

Comments

Executive

OSF API skeleton
Subsystem support complete

enhanced Debug server
Nub complete
Memory Management (MM) subsst

Process subset

Dataspaces subset A

compound Container services subset
basic LAT services

basic Network services

Data Collection Facility subset
Sun RPC
System Mgmt Agent subset

Only the system traps

Includes gates, trumps, subsystem load/unload. Interdependent with
MM

Supports subsystem debug
MM dependency. Also include cross address space copy support.

TLB fills and image file page-in support (includes primitive segment
manager)

Image file load and mapping

Read-only dataspaces with file system support
Striping, shadow, etc.

Data transfer on virtual circuit and slot

Virtual circuit creation/teardown, datagram creation, data transfer
without error detection and recovery, all without API support

Used by NFS

Includes object interface used by subsystems to register objects and
action routine handlers, and agent interface for protocol engines.

Application

DB for system management
ODM Subset A
OX Subset A

Ladebug

May be INGRES for V1.0
Enough to run OX Subset A

OX manager(subset), OX interface, disk exerciser (raw file interface
only)

Supports subsystem debug

Table 4: BASELEVEL 4 - Primitive application environment including systems mgmt, read/write
file system, remote file access

Deliverable

Comments

Executive

Queue Management

MM complete

OSF API subset A

basic Security w/o event logging
basic TTY services

Ethernet subsystem complete
Event Dispatcher B

Digital Confidential

Trusted queue mechanism
Full paging
1/O subset (open, close, read, write) and basic network services

local file posting
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Table 4 (Cont.):

BASELEVEL 4 - Primitive application environment including systems mgmt,

read/write file system, remote file access

Deliverable

Comments

Executive

Dataspaces subset B

Create and extend files, non-recoverable write-thru writes, ACL sup-
port

NFS subset A Client side
Application
118N program library 20%
C library Full w/OZIX routines on PMAX
Implementation Independent Kernel Inter- On PMAX

face (lIKI)

DB for system management

Non-network management services
Management Information Repository (MIR)
Basic USER manageable object
DECwindows storage manager interface
ODM Subset B

OX Subset B

#C library

DECrpc

Primitive subset
Requires DB, single-threaded
Requires DB, only SPC protocol handled, single-threaded

Basic

File exerciser, memory exerciser
Full library on OZIX - built on skeleton API

Table 5: BASELEVEL 5 - OZIX Boot and minimal shell, recoverable file system

Deliverable

Comments

Executive

OSF API subset B
Process complete
OZIX Boot

base Container services complete (MSCP,
SCS, Cl complete)

Dataspaces subset C

Device special file support
Logging and recovery subsystem
Storage mgmt subset A

LAT complete

Bus Scan subsystem

generic TTY complete

NFS subset B

16

Child process creation (fork/exec)

Recoverable dataspace with F.S. support

Needed for I/O Configuration Mgr
Includes MOCS
Server side
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Table 5 (Cont.): BASELEVEL 5 - OZIX Boot and minimal shell, recoverable file system

Deliverable Comments
Application

118N program library 40%

Port standard commands 40% on PMAX

OZIX specific commands ps, etc. on PMAX

DB for system management Subset A
Management Command Language (MCL)
DOMAIN manageable object

DECwindows storage manager interface to
DOMAIN

Resource/fault management Subset A

#Minimal shell

#Error logging

#Pixie Subset A "kernel mode" coverage
#Prof Subset A Process pixie subset A data

Table 6: BASELEVEL 6 - Manageable system Including IPC, tape, Japanese TTY

Deliverable Comments
Executive
TTY complete Includes pseudo ttys and JTTY (japanese)

I/O Configuration Mgr

TMSCP subsystem

special file interface to TMSCP and MSCP
compound Container complete

Dataspace migration

Storage mgmt subset B

Network complete Complete API support
UNIX Domain sockets Socket based IPC
Pipes

Event Dispatcher complete
NFS complete

Digital Confidential 17






OZIX Version 1.0 Development Plan

Table 8: BASELEVEL 8 - OZIX V1.0 Fieldtest System

Deliverable

Comments

Executive

No new components

Application

#118N program library

#Port standard commands

#C Library

#Miscellaneous Libraries

#Shared library support

#Linker

#Librarian

#Linker utilities

#Accounting

#Mail

#DECprint

#lIKI

#Full DB for system management
#Standard System Administration Commands
#Full Management services

#Full system install

#Full DECwindows storage manager
#Full pixie

#Full prof

#sa"

100% on OZIX
100% on OZIX including C shell and Sys V Bourne shell
Full, thread safe, CMA

id

ar

Idutils
Ala UNIX

INGRES??

adduser, removeuser, etc.
Network support

setld, RIS

7.1 OZIX V1 Schedule

The OZIX baselevels are developed on the following schedule:

e BLI:
e BL2:
e BL3:
e BL4:
e BL5:
e BL6:
e BLT:
e BLS:

29-June-1990
17-August-1990
5-October-1990
3-December-1990
18-January-1991
8-March-1991
18-April-1991
7-June-1991

e (QZIX V1 fieldtest 1 start: 1-July-1991
e (OZIX V1 fieldtest 2 start: 1-October-1991

Digital Confidential
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The OZIX product incorporates new technology in several dimensions:
e B2 security

* Base system architecture

¢  Mass Storage architecture (ABA)

¢ Internationalization pervasive in the operating system

e Advanced system management

*  Acceptably fast system and application restart/recovery

The technology in many of these areas is new and unproven; delivery of the sum of these ca-
pabilities results in an industry-leadership product. However, there is some inherent risk in
developing new technology to a schedule.

¢ RISK: Impact of B2 Security Requirements on Development Schedule

Although most of the requirements on the development methodology are simply good engineering
practices, many projects tend to ease off on the methodology during development when schedule
pressure is encountered. That strategy is unacceptable for OZIX, as it compromises the OZIX
B2 certifiability.

CONTINGENCY PLANS: We will slip the schedule to practice the development methodology to
ensure B2 certifiability.

¢ RISK: Hardware Platform Configuration and Schedules

There are no formally committed schedules and plans for hardware platforms based on the
R4000 and/or EVAX. Until schedules (including specifications and prototypes) firm up, there is
uncertainty in the OZIX schedule.

Significant change in the platform I/O strategy may impact the schedule due to the changes
required in I/O drivers.

In order to minimize kit testing, increase reliability, and meet the security requirements for
read-only distribution media, OZIX requires that the hardware platform include an on-board
CDROM reader. (This is consistent with Digital’s software business strategy).

OZIX instrumentation requires either a high resolution clock or a cycle counter for effective and
efficient instrumentation.

OZIX hardware platforms must provide the following:

—  Booting methodology consistent with OZIX on-disk format (e.g., must not require a particular
on-disk format)

— Internationalized console terminal support in "program I/O" mode (e.g., avoiding inappropri-
ate interpretation of characters sent to the console terminal in console program I/O mode.)

PROVIDER: Decision: Product Marketing based on Hardware and Software Engineering inputs
Prototypes: Hardware Engineering

Specifications: Hardware Engineering

REQUIRED COMPLETION DATE: Decision: March, 1990

Prototypes: October, 1990

Specifications: March, 1990
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We are currently evaluating PROCASE for use as an integrated program development environ-
ment, and Atherton for software configuration management. One of the aspects of these tools
that we are looking carefully at is whether these tools can be integrated effectively to provide
an enhanced environment for our development. PROCASE is very CPU intensive, and requires
a DECstation 3100 for reasonable performance.

Hardware simulators

The Sable and R4000 architectural simulators provide an execution environment necessary to
test and debug OZIX software components having architectural dependencies.

11.2.2 Hardware Resources

OZIX engineering requires the following hardware resources:

ULTRIX Timesharing Systems

Until OZIX is capable of supporting a development environment, we are using ULTRIX for our
software development. We estimate that three VAX 8800-class machines are required to support
the level of editing, compiling, and applications testing expected during development.

In addition, we require one VAX 8800 to be running the most current ULTRIX baselevel, for
evaluation and testing, and also as an internal field test site for the ULTRIX engineering group.
Because these baselevels are internal and have not necessarily had much load testing, we can
not consider this machine to provide the same level of availability and reliable service as the
timeshare systems running released software.

VMS Timesharing System

A large-scale VMS timesharing system is required for the development and storage of project
documents, and access to VMS-based software tools such as VAX Notes. Disk storage of about
100,000 disk blocks per engineer is required. Processor requirements are quite significant for
support of VAX DOCUMENT and DECwindows-based tools; we estimate 3 VAX 8800 systems and
an VAX 8650 provide adequate timesharing response for the OZIX developers, documentation
group, and OZIX support groups.

DECstation 3100 workstations

The PROCASE tools are extremely CPU intensive, and are only supported on ULTRIX/DECstation
3100 workstations. Each developer actively involved in program development requires a DEC-
station 3100 workstation.

ISIS-based Development Systems

The current development strategy is to use ISIS (R3000 in an CALYPSO/XMI cabinet) as the
development platform. We have one CALYPSO/XMI system awaiting an ISIS board set, one ISIS
system installed, and two additional ISIS systems in the capital plan for FY90.

11.3 Staffing

Table 9: OZIX Staffing Requirements

FY90 FYo1 FY92

72

79 87

26
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Table 10 (Cont.): OZIX Phase Review Planner

Activity DRI Target Actual
SPD Approval Terry Morris Q2FY92
PAC Proposal Submission Terry Morris Q2FY92
PAC Approval Terry Morris Q2FY92
Product Announcement Terry Morris Q2FY92
Start 30-day Minimum Ship Benn Schreiber Q2FY92
Phase 3 Review Terry Morris Q2FY92
Phase 3 Closure Terry Morris Q2FY92
SDC Submission Benn Schreiber A2FY92

PHASE 4
Phase 4 Review

30 Phase Review Planner
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Reviewers:

Roger Heinen, OSG Group Manager

OZIX Engineering:

Benn Schreiber, OZIX Project Manager

Marilyn Fries, OZIX Development Supervisor

Dick Funk, OZIX Development Supervisor

Mark Ozur, OZIX Development Supervisor

John Penney, OZIX Development Supervisor

Mike Peterson, OZIX Development Supervisor

Dave Snow, OZIX Development Supervisor

Bill Watson, OZIX Development Supervisor

Lu Anne Van de Pas, OSG Compiler Development Supervisor
Claire Cockcroft, OZIX Internationalization Program Manager

Open Software Publications:

Cheryl Snyder, OSP/DECwest Usability DRI

Eric Getsinger, OSP/DECuwest Internationalization DRI
Marie Rountree, OSP Technical Strategist

Lee Fogal, OSP/Spitbrook Publications Manager

Jim Regan, OSP/Palo Alto Publications Manager

Clive Robb, OSF/Reading Publications Manager

International Engineering Development:

Martyn Kee, IED UI Manager
Mike Oughton, IED /Reading Product Manager
Kate Latchem, IED/Reading UI Engineer
Colin Walters, IED/US

Product Management:

Mike Parker, Manager OZIX Product Managers

Kathy Appellof, OZIX Transaction Services Product Manager

Terry Morris, OZIX Product Manager

Cathie Richardson, OZIX C & Third Party Applications Product Manager

Customer Services:

Bill Hilton, OZIX Customer Services Systems Engineering Manager
Thomas Siebold, OZIX CSSE Maintainability Engineer

LeeAnn Stivers, OZIX CSSE Product Manager

Myrna Harrison, OZIX ESDP Project Leader

Marketing Communications:

Pete Popieniuck, MEM Marketing Communication Services Manager

Manufacturing:

Rose Ramsey, Software Manufacturing Product Manager
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Preface

OZIX Master Documentation Plan

This document describes the software documentation plans for OZIX! as currently defined. The
contents of this document are subject to change as the software definition changes.

Individual documentation module plans for each OZIX module are available when completed in the
following public directory: decwet::guestl$:[ozix.v1.docplans]. Each documentation module plan in-
cludes the writing schedule for the module, production information, and a detailed outline of the
module.

Related Documents

Internationalization Implementation Plan for OSP/DECwest Documentation

This plan is available from Eric Getsinger (decwet::getsinger).

OZIX Usability Plan

This plan is available from Cheryl Snyder (decwet::snyder).

Online Documentation System Functional Description

This functional description is available from Rob Shuster (decwet::shuster).

Master Documentation Plan for OSG C

This plan is available from Liz Hunt (decwet::hunt).

OZIX Documentation Packaging Plan
This plan will be produced after Phase 1 exit.

Revision History

Date Issue Number Description/Summary of Changes
August 1989 0.1 Preliminary internal review copy
September 1989 0.2 Preliminary external review copy
October 1989 0.5 Draft of Phase 1 exit plan
November 1989 1.0 Phase 1 exit plan

1 OZIXis a code name for a program. For simplicity, the term OZIX is used in this document as a product name to refer to
the series of products that complete the ULTRIX product family. Products produced by the OZIX program will ultimately

be named consistently with ULTRIX products.
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OZIX Master Documentation Plan

1 OZIX Program Overview

This section provides an overview of the OZIX program to deliver a series of high-performance,
reliable, open operating systems designed for production environments. These products address the
needs of the open systems marketplace and are designed to provide Digital with a leadership role in
the production computing market of the 1990s.

1.1 OZIX Program Mission

The mission of the OZIX program is to provide systems that allow Digital to compete in the growing
open systems market, particularly where production systems are required. This mission is in keeping
with the mission of the Open Software Group (OSG) to supply a complete family of open software
products, and with Digital’s corporate mission to supply enterprise-wide information systems.

OZIX systems provide solutions for a variety of customer needs in the UNIX marketplace. As open
systems, they represent a superior implementation of open software standards, incorporating basic
system concepts that reflect the models of process management, file processing, and system calls
defined in the OSF, X/Open, SVID, POSIX, and OSI standards.

Targeted primarily at customers who require production systems for production environments, OZIX
systems incorporate technologies that deliver maximum performance, fault tolerance, and reliability.
They are optimized for superior availability and data integrity, providing a solid foundation for trans-
action processing (TP) and customized applications. In addition, OZIX systems serve as compute and
file servers in environments that require enhanced security and reliability.

By using interfaces such as TCP/IP, NFS, OSI, and RPC, OZIX systems are able to interoperate with
other open systems. As integral members of multivendor networks, OZIX systems interoperate with
UNIX, IBM, VMS, and ULTRIX systems.

By complying with X/Open’s XPG3 and OSF’s AES level A, applications written for OZIX systems can
be easily ported to new hardware platforms. Portability of Digital applications is provided with Appli-
cation Integration Architecture (AIA) components such as DECwindows client, Compound Document
Architecture (CDA), and Concert Multithread Architecture (CMA).

1.2 ULTRIX Familiness

Digital’s ULTRIX family spans a broad range of functionality from a low-cost implementation of OSF/1
to the high-functionality implementation of OZIX products. As an integral member of the ULTRIX
family, OZIX products share a common family heritage with all ULTRIX products:

e A common set of application programming interfaces (APIs)

e A common set of application development tools, utilities, and commands
e A single network and distributed systems architecture

e A single system and network management architecture

e A common core of documentation

OZIX products are targeted at markets where UNIX (and traditional ULTRIX) systems are not gen-
erally used today. They are specifically designed to satisfy needs in the UNIX marketplace where
weaknesses exist today. These areas include system security, reliability, availability, file and data
integrity, software tools, and documentation. These weaknesses have created a new market, a non-
traditional UNIX market, in which the requirements for UNIX systems have grown substantially.
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2 0OZIX Documentation Strategy

This section provides an overview of the OZIX documentation strategy, including the overall docu-
mentation objective, the relationship to other Open Software Publications (OSP) documentation, the
relationship to the Open Software Foundation (OSF), the relationship to third-party vendors, and
the relationship to training.

2.1 Documentation Objective

The overall objective for the OSP/DECwest publications group is to provide a state-of-the-art infor-
mation set for OZIX products that, in itself, provides significant added value to the OZIX products.
We intend to accomplish this objective through a strategy based on the following innovative ideas:

* Develop a core of common information for all ULTRIX family products; extend and supplement
this core with system-specific information in a consistent manner.

® Tailor the information for online presentation; continue to make documentation available in
hardcopy form.

e  Structure the information to recognize the needs of different kinds of users:
— Use online technology to facilitate quick access to information.
— Use progressive disclosure techniques for hardcopy information.

¢ Optimize the information for easy translation to other languages.

*  Meet the requirements for documentation produced in conformance with Digital’s AIA informa-
tion architecture.

®  Use the most-sophisticated delivery methods (online information, CDROM distribution, Digital’s
Demand Printing program).

* Develop publishing tools that allow easy integration of other Digital, OSF, and third-party doc-
umentation into the information set.

*  Test the usability of the user information set against an accurate, well-defined user model.

e  Test the quality of the user information set against a predefined "quality plan" (technical review,
editorial review, internationalization review, quality assurance review).

*  Coordinate the online information set with ESDP course development.

2.2 Relationship to Other OSP Documentation

The focus of the OZIX documentation produced by OSP/DECwest is on the OZIX added value and
uniqueness implemented in the system administration, application programming, and software sup-
port environments. The "general user" environment for OZIX is primarily composed of ULTRIX
family components implemented by other OSG engineering groups, and therefore, is documented by
OSP groups located in Nashua, NH, Palo Alto, CA, and Reading, England, as part of the common
core of information shared by all ULTRIX family products. This core of common general information
is supplemented by OZIX-specific information.

The goal is to provide documentation for the entire family of open software products that is consistent
across all platforms. In order to meet this goal, the documentation for all open software products
must be planned, developed, and coordinated across all OSP groups.
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2.2.1 OSP Group Responsibilities

OSP/Spitbrook (Nashua, NH) provides documentation for ULTRIX/OSF products that address tradi-
tional UNIX markets—products based on a low-cost implementation of OSF/1. OSP/Spitbrook pro-
vides documentation for common ULTRIX family components, such as traditional UNIX commands
and utilities.

OSP/DECwest (Bellevue, WA) provides documentation for OZIX products that address non-traditional
UNIX markets. In these markets, the customers have problems that cannot be satisfactorily ad-
dressed by implementations based on the OSF reference code. OZIX products are compliant with the
OSF interface specifications where appropriate. By building a platform that is not gated by the OSF
reference code, Digital is able to capture market share outside of the traditional UNIX space.

OSP/Palo Alto provides workstation and graphical interface components for both ULTRIX/OSF and
OZIX products.

OSP/Reading provides bundled layered products such as the License Management Facility (LMF)
and DECprint, and mail services for both ULTRIX/OSF and OZIX products.

In addition, the Open Software Publications Tools Group (OSPTG) supports the publishing tools needs
of all OSP publications groups. OSPTG (Bellevue, WA) is a service organization chartered to address
the specific needs of groups that produce documentation for an open systems environment. OSPTG
is working with the OSF publishing community to arrive at an industry-standard online publishing
solution.

2.3 Relationship to the OSF

The Open Software Foundation (OSF) acts as a clearing house and integrator for OSF software and
documentation. Integration of OSF documentation into the OZIX information set will occur where
applicable to meet our goals. In addition, we will document OSF-compliant functionality and delineate
extensions to OSF functionality or behavior.

OSP in general and OSPTG in particular intends to influence, support, and adopt standards for
documentation production tools and online documentation access tools specified by the OSF.

2.4 Relationship to Third-Party Vendors

Third-party vendors play a key role in the OZIX program. By offering a rich set of third-party
software development tools and utilities, OZIX products reduce development time, thus providing a
means for achieving and maintaining a leadership position in the open systems marketplace. The
availability of a broad range of third-party application packages also increases Digital’s opportunity
to sell OZIX products by satisfying the customers’ needs for complete solutions, not simply systems.

OSP has an overall goal to integrate third-party documentation into Digital documentation and into
the Software Business Technologies (SBT) Consolidated Distribution (ConDist) and Online Documen-
tation (OLD) programs. Integration is contingent upon acceptance criteria based upon Digital’s ATA
information architecture. OSPTG is developing publishing tools to help integrate third-party doc-
umentation and documentation from other sources (OSF and other Digital groups) into the OZIX
product information set.
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2.5 Relationship to Training

The DECwest Educational Services Development and Publishing (ESDP) group has expressed interest
in using an online approach for OZIX training, complementary to the online focus for documentation.
ESDP may provide training in a variety of formats, with varying degrees of integration with the
documentation. »

OSP/DECwest and ESDP are working together to ensure our deliverables are presented to the user
in an integrated and consistent fashion. The training deliverables that integrate closest with docu-
mentation are being developed such that they leverage off the documentation, minimizing duplication
of effort.

3 OZIX Documentation Production Strategy

This section provides an overview of the production strategy for the OZIX information set. It describes
the production tools and techniques used for OZIX documentation to be delivered in online and hard-
copy forms. Complete production and packaging details will be included in the OZIX Documentation
Packaging Plan, to be produced after Phase 1 exit.

3.1 Common Tools and Techniques

A common set of tools is used to create documentation for all forms of delivery. Document formatting
is done using VAX DOCUMENT on VMS and ditroff on ULTRIX. All illustrations and graphics are
created online using VAX RAGS, MOPS, and UtoX.

It is a goal to produce hardcopy documentation from the same source files used to produce online
documentation modules. The source files may require conditionalized text that provides introductory
and transitional text for hardcopy presentations.

3.2 Online Documentation

OSPTG has added ULTRIX support to the DECwindows Bookreader Version 2.0. The ULTRIX
DECwindows Bookreader is an integral part of the corporate online documentation strategy. Making
a commitment to online documentation now lets us use the ULTRIX DECwindows Bookreader as
a foundation for building the kind of advanced online documentation system required to meet the
objective to provide a state-of-the-art information set for OZIX products.

The OSP/DECwest publications group has published a design proposal for a hypertext-style online
documentation system that provides a modular presentation of information for OZIX products. This
online documentation system addresses the requirements of the publications industry for fast and
efficient online documentation, meets the internationalization requirements specified for OZIX prod-
ucts, and meets the OZIX product requirement to be state of the art. The Online Documentation
System Functional Description is available from Rob Shuster (decwet::shuster).

OSPTG is working closely with the CUP Information Technology Group to ensure that the features
described in the Online Documentation System Functional Description are implemented in an open
systems environment, in line with the corporate strategy for online information creation and delivery.
The thrust of this strategy is to integrate DECwindows Bookreader, DECwindows Help, MEMEX
hyperinformation services, and Motif with a common authoring tool, such as DECwrite.

It is unknown at this time whether a full implementation of the proposed online documentation
system will be available in the OZIX Version 1 timeframe.
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Table 1: Minimum Documentation Development Environment Requirements
Component Description Exists today Comments

Text editor with DOCUMENT Key bindings, etc., for gener- Noon ULTRIX;  Not high priority.

support ating tags, templates, etc. Yes on VM.S LSE; LSEVE (internal only).
Text editor with ditroff support Generate macros, etc. No Not high priority.

Spell program Spell checker Yes

Online graphics RAGS, and other non-DEC Yes

PostScript file generators

Document processors VAX DOCUMENT and ditroff Some See detail below.

Source file control sces, make; Yes' on ULTRIX; But sccs doesn't have classes.
CMS Yes on VMS

Indexing capabilities ULTRIX Doc Tools (UDT) has  Yes' But we need to be able to cre-
some; VAX DOCUMENT has ate master indexes across de-
it liverables written with different

formatters.

Preview mechanisms PostScript previewer Yes
Help widget sample app'n Yes Internal-only.
Bookreader Yes' But needs enhancements to

meet online documentation sys-
tem requirements.

1The component exists, but does not completely meet our requirements.

4.2 Document Processing Needs

OSP/DECwest has a need to process three kinds of input:

e VAX DOCUMENT source

*  ditroff source coded in -man and -mu macros (ULTRIX documentation format)

*  ditroff source coded in -man and -mm macros (OSF format)

The matrix in Table 2 lists the kinds of input formats we need to be able to handle, and the kinds
of output we need to be able to generate. Although we already have the tools to do much of the
processing, we still lack some of the tools.

We assume that we do not need to handle any other ditroff macro packages besides those being used
by other OSP groups (-man, -mu) and those being used by the OSF (-man, -mm). For example, we
do not currently anticipate a need to handle -me macros or third-party macro packages.
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5 OZIX Internationalization Strategy

This section provides an overview of the internationalization strategy for the OZIX information set,
including an internationalization overview, internationalization goals for documentation, and a de-
scription of the functions of the International Engineering Development (IED) user interface engineer
and the OSP/DECwest translation coordinator.

5.1 Internationalization Overview

An international product is one that meets the requirements of international and multinational
customers to allow them to interact with the system using local language and cultural conventions.
An international product can be easily localized and is designed for the international market.

OZIX products are designed to be sold in international markets and therefore may be described as
language-neutral, culturally unbiased software products. Internationalization is built directly into
the products, including the capability to accommodate worldwide character sets for textual repre-
sentations. Such features ensure that customers and third-party software developers can create
applications tailored for specific cultures and local languages.

OZIX products are designed for simultaneous worldwide release. A single OZIX system can sup-
port multiple localized user environments, and contains components that provide multiple language-
specific interfaces. Text is isolated to facilitate quick and easy translation, and documentation and
online help are provided in a form that can be presented in the language of the user, using local
cultural conventions.

The Internationalization Implementation Plan for OSP/DECwest Documentation describes in detail
the OSP/DECwest plan to support Digital’s goal of producing international products. This plan is
available from Eric Getsinger (decwet::getsinger), the OSP/DECwest Internationalization DRI.

5.2 Internationalization Goals

Internationalization goals for the OZIX information set are to:

*  Optimize the information set for easy translation to other languages.

e  Structure the information set to recognize the needs of different kinds of users.

¢ Design and write the information set in modular form to allow for partial translation.

*  Ensure the development of online documentation tools that support the creation and display of
European, Asian, and Semitic languages and appropriate writing directions.

*  Support multiple-language versions of the online information set concurrently, with the capability
to select primary, secondary, and default language preferences.

The OZIX information set is designed to optimize translation to other languages by adhering to the
guidelines described in the Producing International Products Reference Set, or PIP, and the Planning
for Translation document. Translation is facilitated by following the concepts of core text and modular
design, as described in the PIP.

It is a goal to maximize the commonality across the ULTRIX family of open software products. This
common information forms a set of core text that remains the same across the family of products,
minimizing redundancy and thereby, facilitating translation.
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OZIX documentation is written in a modular style. Information is separated into discrete modules
by audience, and then by task. This modularity provides maximum translation flexibility, allowing
Digital Local Engineering Groups (LEGs) to translate selected information only and to structure that
information as required to meet the needs of the local language and culture—without rewriting the
original user information.

OSP/DECwest and OSPTG intend to work closely with the CUP Information Technology Group
(CUP/ITG) to ensure that the corporate strategy for online information creation and delivery meets
the internationalization requirements specified by IED for all OZIX products. Online documentation
tools must support the creation and display of European, Asian, and Semitic languages and asso-
ciated mixed writing directions. They must also support concurrent multiple-language versions of
the online information set, with the capability to select primary, secondary, and default language
preferences. In addition, all tools must be available to IED and the Digital LEGs.

5.3 IED User Information Engineer

IED assigns a user information (UI) engineer to a project before the close of Phase 1. Timely assign-
ment of this individual ensures that the Ul engineer has an opportunity to review all user information,
including documentation, screen interfaces, and course materials. Kate Latchem is the Ul engineer
in IED/Reading responsible for the local-language versions of OZIX documentation in Europe and in
the General International Area (GIA) countries, excluding Asia.

The Ul engineer manages the transfer of user information into the translation process. This work
involves participating in the efforts of the OZIX documentation team, helping the Digital LEGs
produce translation plans, receiving source text files for translation, preparing files and information
for use in the translation effort, and helping to plan for the production of translated documentation.
The Ul engineer uses the product under development, and may also provide training to the translators
in the use of the product, documentation and graphics tools, and so on.

The Ul engineer works closely with the OSP/DECwest translation coordinator to ensure the success-
ful transfer of information into the translation process. The Ul engineer provides feedback to the
translation coordinator on the documentation plans and designs, the documentation source text files,
and the document drafts (both text and graphics), pointing out potential problems to European and
GIA customers.

5.4 GIA Translation Group Representatives

In addition to the UI Engineer assigned by IED, OSP/DECwest expects to work directly with GIA
translation group representatives in Asia. The GIA translation group representatives have simi-
lar responsibilities to those of the Ul engineer, managing the transfer of user information into the
translation process, and working closely with the OSP/DECwest translation coordinator to ensure
the successful transfer of this information.

Note that the GIA translation group representatives for Asia are not yet assigned.

5.5 OSP/DECwest Translation Coordinator

OSP/DECwest assigns a translation coordinator to a project before the close of Phase 1. Eric Getsinger
is the OSP/DECwest translation coordinator for OZIX documentation.

The translation coordinator reviews documentation plans and document drafts for compliance with
internationalization policy and standards, reviews and distributes comments on the documentation
plans and document drafts received from the Ul engineer and GIA translation group representatives,
and ensures that translatable source files are made available to the Ul engineer and GIA translation
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group representatives, as appropriate. In addition, the translation coordinator keeps the Ul engineer
and GIA translation group representatives informed of the status of the documentation, changes to
plans, documentation schedules, and so on.

OZIX products are particularly targeted to the Asian marketplace. In fact, initial translation re-
quirements are concentrated in Japan, Taiwan, and Korea. For this reason, it is critical that the
OSP/DECwest translation coordinator begin working now through the Ul engineer or directly with
GIA translation group representatives in Asia to ensure the success of the translation effort.

6 OZIX Usability Strategy

This section describes the usability strategy for the OZIX information set, including a usability
overview and the usability engineering plans for the information set.

6.1 Usability Overview

Usability engineering is the design, testing, and evaluation of the user, or human interfaces of a
computer system, in partnership with the intended users. Usability engineering for the OZIX product
enables the DECwest documentation group to observe, poll, and test users at customer sites and in
the usability lab.

For the documentation interface, because documentation is primarily focused on online delivery,
usability design and testing for online documentation focuses on evaluating online interfaces and
the usability of online access methods. In addition, usability tests whether levels of information
documented are appropriate for online task and reference information.

Evaluation of usability relies on finding and using the most accurate, well-defined user pool possible.
Methods of evaluation include both contextual and quantitative:

e  Contextual evaluation involves gathering information through visiting, observing, and polling
users in their own environment.

°  Quantitative evaluation involves using more structured settings, such as the usability lab, and
more precise methods and metrics to measure user response to specific, carefully defined tasks.

Because OZIX is an international product, we are concerned about international usability and are
working with international groups within Digital for input from international user groups to deter-
mine if the criteria for usability in the U.S. is acceptable to international users in Asian and European
markets.

The OZIX Usability Plan defines the overall user model and describes in detail the usability
plan for the entire OZIX project. This plan is available from Cheryl Snyder (decwet::snyder), the
OSP/DECwest Usability DRI.

6.2 Usabllity Plans

Usability engineering plans for the OZIX information set are to test the design and implementation of
system administration documentation in particular, in keeping with usability plans for engineering.
Interfaces are: online documentation for the configuration application, the DECwindows Storage
Manager, and online and hardcopy documentation for the installation and startup process. This
involves:

1. Testing with internal users of system administration interfaces on early prototype testing.

2. Fadlitating observation and polling of users at appropriate customer sites by writers.
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7.2 Editorial Review

Thorough editorial reviews are also required to ensure high-quality documentation. To meet this
requirement, the OSP/DECwest production group performs two editing functions: one for text and
one for graphics. Text editors check for spelling, grammar, and adherence to the Corporate Docu-
mentation Handbook style guidelines. Graphic editors check for illustration placement, consistency
of nomenclature between text and graphics, and correct online and hardcopy formatting.

In addition, the writing group supervisors and project leaders review the information set for overall
consistency and style.

OSP is developing a requirements document for importing documentation into OSP information sets.
Documentation that is to be imported from third parties will be reviewed against these requirements
and against the Corporate Documentation Handbook style guidelines as part of the overall editorial
and quality assurance reviews.

7.3 Internationalization Review

The OZIX information set is written with the international market in mind. OSP/DECwest style
guidelines call for modular organization, clear writing, and an extensive glossary. All modules are
prepared in conformance with the PIP and, when a document is scheduled for translation, a standard
translation pack (STP) is created and submitted with the online and paper copies.

The translation coordinator reviews documentation plans and document drafts for compliance with
internationalization policy and standards. In addition, the translation coordinator reviews and dis-
tributes comments on the documentation plans, documentation source text files, and document drafts
received from the Ul engineer or GIA translation group representative, who has an opportunity to
review all user information.

7.4 Quality Assurance Review

Quality assurance is critical to the successful completion and delivery of a state-of-the-art infor-
mation set for OZIX products. Every effort will be made to ensure that quality is integral to the
documentation development, production, and distribution.

The quality assurance requirements for hardcopy and online manuals are similar:

*  For hardcopy manuals, a quick visual inspection enables a tester to make sure that all pages,
figures, and tables are in the book, that page numbers and running headings are accurate, and
that an index and a table of contents are included. Verifying the accuracy of code examples
requires the greatest amount of time.

* Online manuals require more vigorous, and thus time-consuming, testing of ALL document
attributes. Verifying the accuracy of code examples requires the same high level of effort as it
does for hardcopy manuals.

8 OzZIX Information Set Overview

This section provides an overview of the OZIX information set. It addresses topics common to all areas
of the information set, including the purpose and scope of the information set, common objectives,
and sources of information, followed by a summary of the information set.
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Information for the OZIX information set comes from the following sources:

8.5

Discussions with OZIX engineers

Engineering specifications, including technical overviews, functional specifications, interface

specifications, and detailed design specifications

Project-related information, including phase review documentation, slide presentations, meeting
summaries and minutes, white papers, trip reports, and miscellaneous documents and articles

Hands-on testing

ULTRIX family documentation

VMS documentation

Open Software Foundation

Application Portability Architecture (APA) group
Software Development Technologies (SDT) group
Networks and Communications (NaC) group
OSP personnel

Usability personnel

Customer Services personnel

Training personnel

0OZIX Information Set Summary

Table 3 summarizes the primary topics to be included in the OZIX information set.

Table 3: OZIX Information Set

General User Environment

OZIX Reader’'s Guide
OZIX Release Notes
OZIX Master Glossary
OZIX Master Index
Common user information

DECwindows/Motif user information

OZIX-specific user information

Common man pages

OZIX-specific man pages

Digital Confidential
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Table 3 (Cont.): OZIX Information Set

System Administration Environment

OZIX System Administration Overview
System Programming
Network Administration
Account Administration
Security Administration
Trusted Facility Manual
Security Facility Users’ Guide
Routine Operations
Man pages
Management Control Language (MCL) reference material

Application Programming Environment

Introduction to the OZIX Application Programming Environment

Building Applications

Writing Applications for OZIX
Writing Portable Applications
Writing Application Interfaces
Writing Distributed Applications
Writing Multithread Appiications
Writing Secure Applications
Writing International Applications
Writing Graphics Applications
Writing CDA Applications

Using INGRES, SQL

Porting Applications to OZIX

Improving Application Performance

Other reference material

Using C

Software Support Environment

OZIX Installation

OZIX System Messages
OZIX Troubleshooting Tree
OZIX Troubleshooting Guide
OZIX Internals

Section 9, Section 10, Section 11, and Section 12 describe in detail the general information, system
administration, application programming, and software support information sets, respectively.
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It is a goal of the OZIX program to simplify the overall task of system administration as much as
possible. By making system administration easier, OZIX products allow customers to reduce the size
and expertise of their operational staff, thus reducing the overall cost of system administration.

There are four essential aspects of OZIX system administration that affect how we document system
administration tasks. These aspects are:

Centralized, distributed system administration

This means that, from a central location, system administration personnel will use OZIX to
manage all nodes in the configuration.

Various user interfaces to system adminstration tasks

There are four types of user interfaces that OZIX provides for system administration. They are:

The Management Control Language (MCL) command-line interface

As a way to more fully integrate system and network administration, including the admin-
istration of DECnet-OZIX, OZIX provides the Management Control Language (MCL). MCL
is a set of commands and qualifiers that consists of the DECnet Phase V Network Control
Language (NCL) (used for managing DECnet-OZIX), as well as additional commands for all
other OZIX system administration tasks. These additional commands adhere to the look-
and-feel of Phase V NCL. MCL allows a system administrator to manage any manageable
object registered with the OZIX management backplane.

Graphical interfaces

Graphical interfaces are provided for system administration tasks, based on OSF/Motif style
guidelines. For OZIX Version 1, there are two types of graphical interfaces being provided.
The first type is an easy-to-use point-and-click browser/editor for managing any object reg-
istered with the management backplane. This interface is an OSF/Motif-based counterpart
to the command-line based MCL.

The second type is an OSF/Motif-based file system/IO resource manager. This interface is a
specialized management application that brings out the superior file system/IO architecture
design and implementation within OZIX. The interface allows a mix of NFS, ABA, and IO
resource management. Other graphical, system administration interfaces as robust as the
file system/IO resource manager will be provided for OZIX Version 2.

A complete, OSF-compliant command-line interface

In addition to MCL, there is another set of commands and utilities, along with their options
and arguments, that system administrators can use to manage the configuration. This set
of commands and utilities comes primarily from the Open Software Foundation, although
new commands and utilities are created for OZIX-specific functions. In some cases, existing
ULTRIX utilities are ported to OZIX products.

B2-level security certification

One of the B2 security requirements for OZIX products is that system administration func-
tions be engineered according to defined administrative roles. Examples of administrative
roles are operators, account administrators, and security administrators. Developing the
system administration software according to these roles means that specific types of admin-
istrators (such as operators) can only perform a certain subset of tasks; that is, only a subset
of system administration commands and utilities is available to them.
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10.3 Added Value
The OZIX system administration information set adds value in the following ways:

* The information set describes how to manage an OZIX server and its clients from a centralized
location.

* The information set supports the OZIX engineering goal of fully integrating system and network
administration tasks. Thus, the information focuses on describing how to manage both the
system and the network (including DECnet-OZIX) from within the same user interface.

* For any graphical interfaces that OZIX provides for system administration, the system admin-
istration information set is highly integrated into those system administration interfaces. For
example, system administration information is immediately accessible from any window of a
graphical system administration interface (this is known as context-sensitive help).

* Information provided for command-line interfaces is described in a clear, concise, and straight-
forward manner, providing ample examples and illustrations where appropriate. In this case,
additional information beyond the traditional OSF man pages is provided, allowing the man
pages to function primarily as reference material.

* The system administration information set is highly task-oriented, allowing system adminis-
tration personnel to manage an OZIX configuration in a simple, staightforward manner. The
information set enables some system administration functions to be performed by less techni-
cally sophisticated personnel, thus reducing the overall cost of system administration.

* The system administration information set enables the customer to maintain a B2 security level,
which is particulary important for production environments. It also allows the administration
team to maintain strict security controls by providing security administration information to all
types of OZIX administrators.

10.4 Strategy

The strategy for the OZIX system administration information set encompasses several areas: online
presentation strategy, hardcopy strategy, and the relationship to other documentation. The following
subsections describe these areas.

10.4.1 Online Presentation Strategy

It is assumed that the entire OZIX system administration information set is available online. In-
formation that must be provided in hardcopy form, such as OZIX installation information, is also
available online.

The system administration information is closely integrated into any graphical interfaces that are
available for system administration. For example, if an operator is using an OSF/Motif interface to
perform a backup, the operator can "click” on any input field of an interface window to obtain informa-
tion. More general help for the system administrator is also available within a system administration
application, by clicking on the window’s HELP button. Presenting information in a context-sensitive
fashion is the primary way that system administration information is implemented online, wherever
possible.

For any system administration task, the administrator is always able to traverse a link to obtain
related concepts or reference information.

Information is categorized according to major functions, which correspond to administrative roles.
Within each function, information is divided into several topics or modules.
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10.4.2 Hardcopy Strategy

It is a goal to minimize hardcopy output of system administration information as much as possi-
ble. Types of information that are likely to be available to customers in hardcopy form are OZIX
installation information, and information on handling system problems (troubleshooting).

As with the rest of the OZIX information set, hardcopy documentation will be produced from the
same source files used for online information. Producing the system administration information
set in hardcopy form will provide a unique challenge because so much of the online information is
implemented in a context-sensitive way.

Like the online information, hardcopy information is categorized according to administrative func-
tions. It is likely that information for each of these major functions will represent a separate book.

10.4.3 Relationship to Other Documentation

The OZIX system administration information set has the following relationships to other documen-
tation:

e  Parts of the information set will be used by field support personnel in some instances, in which
case those parts function as a supplement to the support information set.

* Most of the man pages that are part of the system administration information set will come
from the Open Software Foundation. We will add, delete, and modify these man pages where
appropriate to accommodate unique features of OZIX.

°*  We will use existing ULTRIX source files where appropriate.

10.5 System Administration Information Set Summary

The OZIX system administration information set consists of any information that a system admin-
istrator (including a network administrator) needs to perform system administration tasks. At the
highest level, most of the information is categorized according to adminstrative functions (listed and
defined in Section 10.2.) Table 5 lists the topics in the OZIX system administration information set,
together with their estimated page counts.

Table 5: OZIX System Administration Information Set

Topic Page Count' OSP/DECwest Writers
OZIX System Administration Overview 100 tbd
System Programming 250 tbd
Network Administration 300 Debbie Walkowski, tbd
Account Administration 100 tbd
Security Administration 300 tbd

Trusted Facility Manual
Security Facility Users’ Guide

Routine Operations 250 Marcia Aguero

Man pages 100 Marcia Aguero, Debbie Walkowski
Management Control Language (MCL) reference ma- 200 tbd

terial

1The page-count definition may require redefinition to present a more accurate appraisal of the online documentation devel-
opment. These page-count estimates are based upon traditional, hardcopy algorithms.
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The information for each administrative role consists of modules, or topics, corresponding to specific
tasks performed by that role. Each administrative role represents an item on the top-most system
administration menu within the online documentation system.

The following list shows the highest-level information categories and the tasks to be documented for
them. Note that three of the categories do not directly correspond to a particular administrative role;
the reasons for this are explained within the list.

OZIX System Administration Quverview
Audience: All types of administrators

Because most of the information set corresponds to administrative roles, we need a set of in-
formation that provides a high-level overview of OZIX system administration—what tasks are
required, who should perform them, when the tasks must be performed, and so on. This infor-
mation is addressed from a conceptual perspective only; task-oriented information, along with
conceptual information pertinent to each task, is documented in other topics such as System
Programming and Network Administration.

System Programming
Audience: System programmers

This topic consists of any information that the system programmer needs to perform his or her
job. Typically, the system programmer handles any non-routine and technically sophisticated
tasks outside of network management (for example, software installation and creating device
special files).

Network Administration
Audience: Network administrators

This topic includes any information related to managing the network. The two main components
documented in this topic are TCP/IP and DECnet-OZIX. Management of other services, such as
Bind, Kerberos, and NFS is also described.

The OZIX system administration information provides DECnet information in such as way as
to enable smooth integration between DECnet administration and other OZIX network admin-
istration tasks.

Any descriptions of OZIX implementations of networking protocols (such as TCP, IP, ICMP, UDP,
and ARP) are documented as part of the OZIX operating system internals information, and not
as part of the system administration information set.

Account Administration
Audience: Account administators

The account administration topic describes how to manage two specific areas of the system—user
accounts and system accounting.

Security Administration
Audience: All types of administrators, Programmers
The security administration information falls into two categories:

— The Trusted Facility Manual (B2 requirement)
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As with traditional UNIX systems, programmers on OZIX require standard application programming
interfaces (APIs) and utilities. Beyond standard functionality, however, they also require leadership
performance, increased application and data availability, stringent security, and increased maintain-
ability and extensibility.

Commercial programmers

Commercial programmers can be divided into two categories: those who deal only with the tools
layered on top of the system (CASE environment, database tools, forms managers, etc.), and those who
also interact with the operating system features. The documentation on the development environment
is applicable to both types. The rest of the OZIX programming information set addresses the second
category of programmers. Programmers who deal mostly with the layered tools are addressed by the
tools documentation.

The commercial programming audience that interacts with the operating system features is charac-
terized as follows:

*  Applications—Commercial programmers on OZIX Version 1 are developing applications such as
telecommunications systems and non-mission-critical accounting packages.

*  Software experience—They are experienced in application development, and are most familiar
with MVS and its related components (such as JCL, TSO, VM, and CMS). They may have used
some flavor of the UNIX operating system. Their primary programming language is COBOL,
with some use of C in the telecommunications field, and some use of FORTRAN for financial
modeling.

* Customer category—Commercial programmers on OZIX work for end-user companies and for
Digital third-party software vendors. Some are Digital engineers developing commercial layered
products.

* New versus old code—The majority of our commercial customers for OZIX Version 1 will be
writing new applications for this platform, rather than porting over old code.

* Standards—OZIX programmers are very concerned with adherence to standards. A small per-
centage of the time they may take advantage of added-value features, but they isolate non-
standard code into separate modules.

* Interoperability—OZIX commercial applications need to interoperate with the following environ-
ments, from most prevalent to least:

MVS

Other UNIX environments (System V, XENIX, and SunOS)
VMS

Small systems (MS-DOS, Macintosh, 0S/2)

* Development environment—We don’t yet have the complete picture, but we believe that com-
mercial programmers require an integrated edit, compile, debug, and test environment, plus
sophisticated configuration management. These programmers will accept a more structured
CASE environment than will traditional technical UNIX programmers. They are interested in
reducing application time-to-market and creating applications that are easy to maintain.

* Individual hardware—Commercial programmers are often using character-cell terminals (CCTs)
and personal computers (PCs). A percentage of them are moving toward workstations for the
future.
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Table 6: OZIX Application Programming Information Set

OSP/DECwest
Topic Page Count' Writers Other Writers
Introduction to the OZIX Application Programming 50 tbd =
Environment
Building Applications 345 Bill Muse OSP/Spitbrook
Writing Applications for OZIX
Writing Portable Applications 50 Bill Muse -
Writing Application Interfaces 30 + tbd? tbd OSP/Palo Alto
Writing Distributed Applications 840 tbd (put online) OSP/Spitbrook
Writing Multithread Applications 250 Liz Hunt CMA writer
Writing Secure Applications 100 tbd -
Writing International Applications 70 tbd (put online) OSP/Spitbrook
Wiriting Graphics Applications 500 tbd (put online) OSP/Spitbrook
Writing CDA Applications 800 tbd (put online) OSP/Spitbrook
Using INGRES, SQL 300 tbd (put online) Third party
Porting Applications to OZIX 200 Bill Muse -
Improving Application Performance 60 Liz Hunt OSP/Spitbrook
Other reference material 500 tbd OSP/Spitbrook
Using C 630 Steve Johnson -

1The page-count definition may require redefinition to present a more accurate appraisal of the online documentation devel-
opment. These page-count estimates are based upon traditional, hardcopy algorithms.

2The page count of DECwindows, OSF/Motif, and X documentation is TBD.

The following list provides a brief description of the documentation for each topic. For more detailed
information, see the individual documentation module plans.

e Introduction to the OZIX Application Programming Environment

This module describes the system from a programmer’s point of view. It provides an overview of
the utilities, tools, and programming interfaces that are available. It highlights the features and
benefits of the system that make it particularly suited to application design and development.

This module includes summaries and overviews, rather than straight procedural or reference
information.

e Building Applications

This topic is really a collection of modules that describe the mechanics of putting together an
application. (Note that writing application code is covered in another module.) These modules
include the following topics:

— Managing source code

— Debugging applications

— Using the message facility

— Preparing software for distribution

— Building large applications
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This set of modules includes procedural information on the tasks, reference information on the
tools and utilities, and some conceptual information.

Of the 345 pages, 225 pages are common with ULTRIX and are written at OSP/Spitbrook, and
120 pages are new pages written at OSP/DECwest. A minimum amount of effort is required to
modify the 225 common pages to be used with the online documentation system.

*  Writing Applications for OZIX

This is a large topic, so it is divided into the following modules:

Writing Portable Applications

This module describes how to write applications that are portable across multiple platforms.
This module addresses various levels of portability, such as X/Open compliance, OSF com-
pliance, and AIA compliance.

This module is related to the module on porting applications to OZIX, but this module
addresses writing portable applications from scratch, as opposed to porting existing appli-
cations.

This module includes guidelines on portable application design and reference information
indicating which features are supported on which platforms.

Writing Application Interfaces

This module describes how to create user interfaces for applications on OZIX. DECwindows,
OSF/Motif, X11, and curses are included. The text for this documentation module is shared
with ULTRIX. The majority of the documentation is written at OSP/Spitbrook and OSP/Palo
Alto, and the page count is TBD. A small section on adding online documenation to an
application is written at OSP/DECwest (approximately 30 pages).

This module includes task-oriented material on creating user interfaces, reference informa-
tion on the user interface tools and routines, and style guide information.

Writing Distributed Applications

This module describes how to write applications for the distributed environment, including
how to use DECrpc, the X/Open Transport Interface (XTI), the Berkeley Socket Interface,
Packet filters, and DECnet-OZIX.

The current thinking is that the text for this documentation module can be shared with
ULTRIX because the product functionality is equivalent. The estimate of 940 pages is the
current page count for these topics in ULTRIX. The documentation effort required on this
module for OZIX is to modify the information so it can be displayed online.

This module includes procedural information on distributed applications and reference in-
formation on the routine interfaces.

Writing Multithread Applications

This module describes how to write applications on OZIX that employ multiple threads of
execution within a single address space. Multithread applications are written using the
portable services provided by the Concert Multithread Architecture (CMA). Examples of
topics in this module include creating and terminating threads, scheduling threads, using
handles, and thread synchronization.

This module includes conceptual information on such topics as objects and handles, proce-
dural information on using multiple threads of execution, and reference information on the
CMA routines.
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The reference material is shared with the ULTRIX documentation set, and potentially any
other platform that implements CMA (approximately 150 pages). The OZIX documentation
group will need to apply a minimum amount of effort to these pages to enable them to be
displayed online. The conceptual and procedural information should also be shared, but may
be written at OSP/DECwest if it is not first available on another platform (approximately
100 pages).

— Writing Secure Applications

This module describes how to design applications that must execute in a secure environment.
This module outlines the security considerations that must be addressed, and describes
how to use the application interface to the security subsystem to perform auditing, quota
management, and convert channel control. This module also describes how to install new
access control models, new access control classes, and new security authenticators.

This module has cross-references to the general user and system administration information
sets for information on general security concepts and user-level security functions.

This module includes secure application design considerations, procedural information on
using the security subsystem interfaces, and reference information on the security routines.

This documentation module is unique to OZIX and is written at OSP/DECwest.
—  Writing International Applications

This module describes how to write or adapt applications to meet international requirements,
such as those of multiple local languages and the specific character sets associated with
them. This module describes the tools and functions that enable the internationalization of
programs and the environment in which they operate.

This module consists primarily of conceptual and procedural information, with pointers to
the associated reference pages.

The text for this documentation can be shared with ULTRIX. The documentation effort
required on this module for OZIX is to modify the information so it can be displayed online.

— Writing Graphics Applications

This module describes how to use GKS and PHIGS. This module is common to ULTRIX and
OZIX, and is written at OSP/Spitbrook. A minimum amount of effort is required to modify
the common documentation for online use.

This module includes procedural and reference information.
— Writing Compound Document Architecture Applications

This module describes how to use the DDIF support and DDIF viewer routines. This module
is common to ULTRIX and OZIX, and is written at OSP/Spitbrook. A minimum amount of
effort is required to modify the common documentation for online use.

This module includes procedural and reference information.
e Using INGRES, SQL

This module describes how to use INGRES and SQL support in OZIX applications. This module
is common with ULTRIX, and is written by a third-party vendor.
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To permit easy installation, a functional approach provides complete steps for the installation of
the OZIX operating system and applications. These functional steps range from a delineation of
prerequisites to verification that the installation is complete.

To permit prompt restoration, a functional approach provides specific steps that identify the problem
and return the software to-a normal operating condition. Where a functional approach does not
apply, as in problems at the internals level, conceptual information provides the necessary detail for
support personnel to understand the normal operation of each component of the operating system.
Conceptual information provides the foundation for functional information, and is linked or cross-
referenced extensively to specific, known problems.

The structure of the software support environment consists of information for installation and four
levels of maintenance. This structure reflects the activities of support personnel at various support
levels, such as at the customer site or the Customer Support Center. Additionally, because of a
modular format, this structure allows for use of support information by customers, as determined by
the License Management Facility (LMF).

Installation addresses a normal sequence of events, leading to a complete, successful installation
of the OZIX operating system. Troubleshooting, however, addresses abnormal occurrences within
a normal sequence of events. To correct malfunctions quickly, the software support environment
approaches simplistic problems at a high level (level 1) and complex problems at a low level (level 4).
Figure 2 shows the troubleshooting structure of the software support environment.

Figure 2: OZIX Software Support Environment Troubleshooting Structure

/ MSeyssSt:gn;S \ Level-1 Troubleshooting
Troubl_?_rser;ooting Level-2 Troubleshooting
Trouble_shooting Level-3 Troubleshooting
Guide
/ Internals \ Level-4 Troubleshooting

e Level-1 Troubleshooting

Level-1 troubleshooting includes top-level information to quickly identify and define specific,
known problems. OZIX System Messages provides this information, with cross-references to
level-2 information as needed. OZIX System Messages includes all error messages generated by
the operating system, in addition to symptoms for known problems.

e Level-2 Troubleshooting

Level-2 troubleshooting includes procedural information to quickly resolve specific, known prob-
lems. The OZIX Troubleshooting Tree provides this quick-reference information, with cross-
references to level-1 and level-3 information as needed. The OZIX Troubleshooting Tree includes
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procedures for each system message defined within OZIX Systemn Messages, in addition to pro-
cedures for known problems.

Level-3 Troubleshooting

Level-3 troubleshooting includes detailed, conceptual information that directly supports the level-
2 procedural information, allowing abstract resolutions to be developed, as needed. The OZIX
Troubleshooting Guide provides this information, with cross-references to level-2 and level-4
information.

Level-4 Troubleshooting

Level-4 troubleshooting includes the internals information needed to resolve problems that can-
not be corrected by higher levels of troubleshooting. The internals information is primarily
conceptual, providing the foundation for a general understanding of the system. OZIX Internals
provides this detailed information, with appropriate cross-references to higher levels of docu-
mentation. Source code also may be available to complement OZIX Internals, depending upon
LMF and the needs of support personnel.

12.2 Audience

The following Digital personnel use the OZIX software support environment information set:

Field Service Engineers, first- and second-level support
Customer Services support staff

Customer Support Center staff

Software Services personnel

Design engineers

Support engineers

Manufacturing personnel

12.3 Added Value

The OZIX software support environment information set adds value in the following ways:

The support information set provides quick and accurate documentation to support personnel,
minimizing computer down time.

The online documentation system provides immediate access to needed information, eliminating
time spent accessing information through hard copy.

By linking OZIX engineering applications such as OZIX installation or the Online Diagnostic
Monitor (ODM) to the documentation, it is possible to access needed information as problems
occur during the execution of each application.

12.4 Strategy

The strategy for the OZIX software support information set encompasses several areas: online pre-
sentation strategy, hardcopy strategy, the relationship to other documentation, and the relationship
to training. The following subsections describe these areas.
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12.4.1 Online Presentation Strategy

The OZIX software support environment information set will be developed for an online presentation,
linked to two OZIX engineering applications: OZIX installation and ODM. This online presentation
includes the use of context-sensitive help and DECwindows-style help to access information directly
related to a specific part of the engineering applications.

The content of the documentation is modular in structure, enabling easy, quick referencing.

Engineering development will provide a command-line interface for OZIX installation and ODM, as
opposed to a graphical interface, for Version 1. A graphical online documentation presentation with
linking to OZIX engineering applications will be implemented in Version 2.

Online access to the OZIX software support environment information set is determined by the License
Management Facility (LMF). Through a facility to be provided subsequent to Phase 1 exit, LMF
will isolate Digital-internal information from unlicensed customers. OZIX internals information is
available only to Digital support personnel.

12.4.2 Hardcopy Strategy

The hardcopy strategy for the OZIX software support environment information set is the same as that
for the overall OZIX information set. As with the rest of the information set, hardcopy documentation
will be produced from the same source files used for online information.

Although support documentation emphasizes an online approach, quality will not be sacrificed for
hardcopy development to accomplish online development. When hard copy is the primary deliverable,
a modular approach will still be taken for consistency with the online approach.

12.4.3 Relationship to Other Documentation

The relationships among the OZIX software support environment information set, the OZIX system
management environment information set, and the OZIX application programming environment in-
formation set are integrated and interdependent. In addressing issues and problems that customers
encounter, support personnel may use the entire OZIX software information set; however, correcting
OZIX internals issues and problems requires a narrower definition, which is accomplished through
support documentation.

Because a functional approach often crosses task definition boundaries, a distinct separation is diffi-
cult. One virtue of online documentation is that these interdependencies become transparent to the
user, making a functional approach feasible.

12.4.4 Relationship to Training

The relationship between the OZIX software support environment information set development and
training addresses a number of areas: online documentation, review strategy, and feedback from
training personnel. One basic premise in the development of the OZIX software support environment
information set is that it should minimize the development of training documentation.

The relationship between online documentation and training merges with computer-based instruction
(CBI). The OZIX software support environment information set provides linking capabilities for a CBI
application.

The relationship to training includes a review of the OZIX software support environment information
set during all phases of development, to ensure compatibility with CBI and to ensure an appropriate
level of content. This coordination is important to minimize the repetition of information between
training courses and the documentation.
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13.2.2 External Field Test

Prior to final production, field test copies of each OZIX module are available for distribution to
external field test sites. Field test documents are delivered online as well as in hardcopy form. Field
test release notes are also produced.

During the period between field test and SSB submission, the OSP/DECwest production group pro-
duces the final masters for each hardcopy manual. Because this period is short, and because of the
time required for final production, field test comments may not be incorporated into the Version 1
final masters. If this is the case, and it is determined from field test comments that information
critical to the understanding of the system is missing or incorrect, this information is included in the
appropriate release notes; otherwise, field test comments are incorporated into the next release of
the documentation.

13.2.3 Final Production and SSB Submission
All final documents are delivered in both hardcopy and online formats.

The OSP/DECwest production group produces final masters for all OZIX manuals, including all illus-
trations, in camera ready format for SSB submission. Manual submission is staggered to complete
the submission eight weeks prior to FRS, except for release notes, the master glossary, and the master
index, which are submitted to the SSB at the time of the software submission.

The SSB is responsible for printing, stocking, and distributing the OZIX information set by FRS. In
addition, the SSB provides production and distribution of the OZIX information set on CDROM in
accordance with DEC STD 073.

13.3 Production Schedule

Figure 3 shows time lines representing the OZIX production schedule. It is important to note the
following points:

* EFT freeze and V1.0 freeze dates indicate the last day changes may be entered into a book.

e A pages-per-week count is included with the copy-editing and proofing, production-editing, and
quality-assurance phases. It is important that work is submitted to the production group in
approximately these volumes.

e The volume of work submitted to the production group multiplied by the number of weeks shown
on the schedule often totals more than the total number of pages in the information set. This is
due to some tasks requiring repetition.
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The number of pages currently estimated to be written at OSP/DECwest for the application pro-
gramming information set is 1340. Another 3485 pages of common programming information written
elsewhere may require modification for online use. Note that these numbers are heavily dependent
on a high percentage of documentation being shared with other ULTRIX family products. If some of
the common pages become unique to OZIX, the number of new pages to be written at OSP/DECwest
increases considerably.

The number of pages currently estimated for the software support information set is 1400.

Therefore, based on current estimated page counts, the total page count for OZIX documentation to
be written at OSP/DECwest is 4900:

560 pages + 1600 pages + 1340 pages + 1400 pages = 4900 pages

14.2 Staffing Requirements

OSP/DECwest staffing requirements are based on the assumption that one writer can produce 30
finished pages of documentation per month. This reflects the total time commitment over the course of
the writing project, including researching, outlining, drafting, reviewing, editing, revising, indexing,
and submitting the final module to production.

The introduction of online documentation development redefines this assumption; however,
scheduling data for writing online documentation is presently unavailable, limiting the current
estimate to a hardcopy estimate. As the online documentation development is better understood,
that redefinition will be provided here.

Assuming that all OZIX manuals must be in stock at FRS, scheduled for December 31, 1991, and
allowing eight weeks for printing and stocking, the effective date of submission to the SSB is October
31, 1991. Therefore, all manuals must be signed off and in production by September 30, 1991, the
Version 1 production freeze date (see Figure 3).

Although writers can begin writing documentation modules in January 1990, they will continue
to spend approximately one-third of their time finalizing individual documentation module plans
and one-third of their time reviewing and editing engineering specifications through March 1990.
Writers can begin full-time writing in April 1990. Therefore, the OSP/DECwest writing team has 19
months to complete the writing effort: one-third of the period from January 1990 through March 1990
(effectively 1 writing month) plus the period from April 1990 through September 1991 (18 writing
months).

Using the assumption that one writer can produce 30 finished pages of new documentation per
month, and using the average effective writing time per writer of 19 months, one writer can produce,
on average, 570 finished pages of documentation over the course of the project.

Therefore, 8.6 writers are needed to plan, write, and produce the OZIX Version 1 documentaion to
be written at OSP/DECwest:

4900 pages / 570 pages per writer = 8.6 writers
In addition, for the 3485 pages of common programming information that may require modification
for online use, the assumption is that one writer can modify 100 pages of documentation per month.
Using the average effective writing time per writer of 19 months, one writer can modify, on average,
1900 pages of common documentation over the course of the project.
Therefore, 1.8 writers are needed to modify the common programming information for online use:

3485 pages / 1900 pages per writer = 1.8 writers
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The total number of writing resources needed to plan, write, and produce the OZIX Version 1
information set, therefore, is 10.4 writers:

8.6 writers + 1.8 writers = 10.4 writers

As the online documentation development is better understood, resource estimates may require
modification, depending upon the accuracy of current estimates. It is anticipated that online
documentation development may require additional resources, but not fewer. Any redefinition of
effort will be based upon updated algorithms.

14.3 Current Resources

There are currently 10 people in the OSP/DECwest writing group. Jim Jackson manages the
publications group and has full-time management responsibilities. Marcia Aguero, Liz Hunt, and
Bill Talcott have half-time project leading and supervisory responsibilities. Cheryl Snyder has
full-time usability testing/engineering responsibilities. Therefore, the number of available resources
is effectively 6.5 writers.

Because 10.4 writers are needed to plan, write, and produce the OZIX Version 1 information set,
OSP/DECwest needs to hire four additional writers to cover all current commitments.

15 OSP/DECwest Production Resources

This section summarizes the graphics, editing, and publishing system support resources needed by
OSP/DECwest to produce the OZIX Version 1 information set, including workload estimates, staffing
requirements, and current resources.

15.1 Workload Estimates
For production purposes the OZIX information set is divided into two sets:

1. The first set consists of new information created by OSP/DECwest writers. The page count for
this set is estimated at 4900.

2. The second set consists of common programming documentation written by other OSP groups.
Because the primary focus for delivery of the OZIX information set is online, and many of the
books in this set may not be produced for online delivery, production resources must be dedicated
to work on these books. The page count for this set is estimated at 3485.

Many production tasks need to be repeated as books change (such as text editing, proofing, and
production editing). Therefore, to allow for a second pass on approximately 30% of the information,
the production page count for the first set is increased to 6370. Because some books in the second
set may already be written for online, the page count for that set remains at 3485.

15.2 Staffing Requirements

Table 10 shows the different tasks performed by the production group and the hours required to
complete each task for an average 100-page book containing 15 illustrations. Note that for the
second set of online books, only the scheduling, quality assurance, Printspec coordination, production
editing, and CD tape backup tasks are performed.
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Table 10: Production Task Time Factors

Hours per Book Hours per Book
Task (set 1) (set 2) Total for Docset
Scheduling and coordination 16 5 1194
[18N and translation coordination 7 — 448
Copy editing and proofing 30 — 1920
Quality assurance 12 6 972
Printspec and SSB coordination 7 3 550
Production editing 24 12 1944
lllustration 30 — 1920
Graphics 5 — 320
Final master printing 1 — 64
CD tape backup 1 1 _ 98
Total 9430

The production phase of the OZIX information set, including copy editing and proofing, production
editing, quality assurance, and Printspec support, covers a 9-month period (see Figure 3). This
equates to approximately 1440 hours per person:

9 months * 4 weeks per month * 40 hours per week = 1440 hours

Therefore, 6.5 people (illustrators and editors) are needed to complete the production work for the
OZIX Version 1 information set:

9430 hours total / 1440 hours per person = 6.5 people

Tasks are generally divided equally between editors and illustrators; therefore, three editors and
three illustrators are required.

In addition to editors and illustrators, the production group requires support from dedicated
publishing system administrators. Because the OSP/DECwest publications group is using two
distinctly different document processing systems (VAX DOCUMENT and ditroff), two system
administrators are needed.

15.3 Current Resources

There are currently two illustrators, one editor, and one system administrator in the OSP/DECwest
production group. Craig Kosak supervises the production group, and is available as a backup for many
tasks, but normally is dedicated to full-time administrative responsibilities (Craig also supervises
OSPTG).

Because three illustrators, three editors, and two system administrators are needed to complete
the production work for the OZIX Version 1 information set, and to provide dedicated publishing
system support, OSP/DECwest needs to hire one additional illustrator, two additional editors, and
one additional system administrator to cover all current commitments.

16 Risks and Dependencies

This section summarizes the risks and dependencies associated with producing the OZIX information
set.
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